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SAFETY PRECAUTIONS

(Read these precautions before using this product.)

Before using MELSEC iQ-R series programmable controllers, please read the manuals for the product and the relevant
manuals introduced in those manuals carefully, and pay full attention to safety to handle the product correctly.

In this manual, the safety precautions are classified into two levels: " WARNING" and "ACAUTION".

C WARN I NG Indicates that incorrect handling may cause hazardous conditions, resulting in
death or severe injury.

C CAUTION Indicates that incorrect handling may cause hazardous conditions, resulting in
minor or moderate injury or property damage.

Under some circumstances, failure to observe the precautions given under “ACAUTION" may lead to serious
consequences.

Observe the precautions of both levels because they are important for personal and system safety.

Make sure that the end users read this manual and then keep the manual in a safe place for future reference.

[Design Precautions]

/\WARNING

® When the safety programmable controller detects a fault in the external power supply or itself, it turns
off all outputs in the safety system. Configure an external circuit to ensure that the power source of a
hazard is shut off by turning off the outputs. Failure to do so may result in an accident.

@ Configure short current protection circuits for safety relays and protection circuits, such as a fuse and
breaker, external to the safety programmable controller.

® When a load current exceeding the rated current or an overcurrent caused by a load short-circuit
flows, the safety remote I/O module detects an error and turns off all outputs. Note that if the
overcurrent state continues for a long time, it may cause smoke and fire. To prevent this, configure an
external safety circuit, such as a fuse.

® When changing data and operating status, and modifying program of the running safety
programmable controller from an external device such as a personal computer connected to the
Safety CPU, configure an interlock circuit in the program or external to the safety programmable
controller to ensure that the entire system always operates safely. In addition, before performing
online operations, determine corrective actions to be taken between the external device and Safety
CPU in case of a communication failure due to poor contact of cables.

® Do not use any "use prohibited" signals as a remote I/O signal since they are used by the system. Do
not write any data to the "use prohibited" areas in the remote register. For the "use prohibited" signals,
refer to the MELSEC iQ-R CC-Link IE Field Network User's Manual (Application). Do not turn on or off
these signals on a program since normal operations cannot be guaranteed. Doing so may cause
malfunction of the programmable controller system.

® When the safety remote I1/0O module detects a CC-Link IE Field Network error, it turns off outputs.
However, the program does not automatically turn off outputs. Create a program that turns off outputs
when a CC-Link IE Field Network error is detected. If CC-Link IE Field Network is restored with
outputs on, connected machines may suddenly operate, resulting in an accident.

@ Create an interlock circuit which uses reset buttons so that the system does not restart automatically
after executing safety functions and turning off outputs.




[Design Precautions]

/\WARNING

@ In the case of a communication failure in the network, the status of the error station will be as follows:

(1) All inputs from remote /O stations are turned off.

(2) All outputs from remote /O stations are turned off.

Check the communication status information and configure an interlock circuit in the program to
ensure that the entire system will operate safely. Failure to do so may result in an accident due to an
incorrect output or malfunction.

@ Outputs may remain on or off due to a failure of the CC-Link IE Field Network remote I/O module (with
safety functions). Configure an external circuit for monitoring output signals that could cause a serious
accident.

® For the safety I/O module, refer to the MELSEC iQ-R I/0 Module (With Safety Functions) User's
Manual.

[Design Precautions]

/N CAUTION

® Do not install the control lines or communication cables together with the main circuit lines or power
cables. Doing so may result in malfunction due to noise. Keep a distance of 100mm or more between
the control lines or communication cables and the main circuit lines or power cables.

® When selecting external devices to be connected to the safety remote I1/O module, consider the
maximum inrush current described in the CC-Link IE Field Network Remote 1/0O Module (With Safety
Functions) User's Manual.

@ For the safety I/0 module, refer to the MELSEC iQ-R 1/0O Module (With Safety Functions) User's
Manual.

[Security Precautions]

/\WARNING

@® To maintain the security (confidentiality, integrity, and availability) of the programmable controller and
the system against unauthorized access, denial-of-service (DoS) attacks, computer viruses, and other
cyberattacks from external devices via the network, take appropriate measures such as firewalls,
virtual private networks (VPNs), and antivirus solutions.

[Installation Precautions]

/\WARNING

@ Shut off the external power supply (all phases) used in the system before mounting or removing the
module. Failure to do so may result in electric shock or cause the module to fail or malfunction.

® For the safety I/O module, refer to the MELSEC iQ-R I/0 Module (With Safety Functions) User's
Manual.




[Installation Precautions]

/\CAUTION

® Use each module mounted on a base unit with a safety CPU in an environment that meets the general
specifications in the MELSEC iQ-R Module Configuration Manual. Use the safety remote 1/O module
and standard remote 1/0O module in an environment that meets the general specifications in the
corresponding manuals (CC-Link IE Field Network Remote 1/0 Module (With Safety Functions) User's
Manual and CC-Link IE Field Network Remote 1/0O Module User's Manual). Failure to do so may result
in electric shock, fire, malfunction, or damage to or deterioration of the product.

® To mount a module with no module fixing hook, place the concave part(s) located at the bottom onto
the guide(s) of the base unit, push in the module, and fix it with screw(s). Incorrect interconnection
may cause malfunction, failure, or drop of the module.

@ Securely fix the safety remote I/O module and standard remote 1/0O module with a DIN rail or module
fixing screws. Tighten the screws within the specified torque range. Undertightening can cause drop
of the screw, short circuit, or malfunction. Overtightening can damage the screw and/or module,
resulting in drop, short circuit, or malfunction.

® Do not directly touch any conductive parts and electronic components of the module, SD memory
card, extended SRAM cassette, or connector. Doing so can cause malfunction or failure of the
module.

@ Connect the connector of each cable to the installing part securely. Poor contact may cause
malfunction.

@ For the safety I/0O module, refer to the MELSEC iQ-R 1/0O Module (With Safety Functions) User's
Manual.




[Wiring Precautions]

/\WARNING

@ Shut off the external power supply (all phases) used in the system before installation and wiring.
Failure to do so may result in electric shock or cause the module to fail or malfunction.

@ After installation and wiring, attach a blank cover module (RG60) to each empty slot and an included
extension connector protective cover to the unused extension cable connector before powering on the
system for operation. Failure to do so may result in electric shock.

® For the safety I/O module, refer to the MELSEC iQ-R I/0 Module (With Safety Functions) User's
Manual.




[Wiring Precautions]

/\CAUTION

Individually ground the FG and LG terminals of the programmable controller with a ground resistance
of 100 ohms or less. Failure to do so may result in electric shock or malfunction.

Use applicable solderless terminals and tighten them within the specified torque range. If any spade
solderless terminal is used, it may be disconnected when the terminal screw comes loose, resulting in
failure.

Check the rated voltage and signal layout before wiring to the module, and connect the cables
correctly. Connecting a power supply with a different voltage rating or incorrect wiring may cause fire
or failure.

Tighten the terminal screws or connector screws within the specified torque range. Undertightening
can cause drop of the screw, short circuit, fire, or malfunction. Overtightening can damage the screw
and/or module, resulting in drop, short circuit, fire, or malfunction.

For the wire strip length, meet the specifications in a manual. The wire strip length is too long, it may
cause the electric shock and short circuit between terminals due to spreading out the conductive part
to the front of terminal block. The wire strip length is too short, it may cause the poor contact for the
spring clamp terminal block.

Observe the following precautions when the spring clamp terminal block tool is used. Failure to do so
may cause the damage of the spring clamp terminal block or terminal block resin part.

(1) Use the dedicated spring clamp terminal block tool.

(2) Insert the spring clamp terminal block tool to the tool insertion opening vertically.

Prevent foreign matter such as dust or wire chips from entering the module. Such foreign matter can
cause a fire, failure, or malfunction.

A protective film is attached to the top of the module to prevent foreign matter, such as wire chips,
from entering the module during wiring. Do not remove the film during wiring. Remove it for heat
dissipation before system operation.

Place the cables in a duct or clamp them. If not, dangling cables may swing or inadvertently be pulled,
resulting in malfunction or damage to modules or cables.

In addition, the weight of the cables may put stress on modules in an environment of strong vibrations
and shocks.

Do not clamp the extension cables with the jacket stripped. Doing so may change the characteristics
of the cables, resulting in malfunction.

When disconnecting the cable from the module, do not pull the cable by the cable part. For the cable
with connector, hold the connector part of the cable. For the cable connected to the terminal block,
loosen the terminal screw. Pulling the cable connected to the module may result in malfunction or
damage to the module or cable.




[Wiring Precautions]

/N CAUTION

® Do not install the control lines or communication cables together with the main circuit lines or power
cables. Doing so may result in malfunction due to noise. Keep a distance of 100mm or more between
the control lines or communication cables and the main circuit lines or power cables.

® When an overcurrent caused by a failure of an external device or a module flows for a long time, it
may cause smoke and fire. To prevent this, configure an external safety circuit, such as a fuse.

@® Programmable controllers must be installed in control panels. Connect the main power supply to the
power supply module in the control panel through a relay terminal block. Wiring and replacement of a
power supply module must be performed by qualified maintenance personnel with knowledge of
protection against electric shock. For wiring, refer to the MELSEC iQ-R Module Configuration Manual.

@ For Ethernet cables to be used in the system, select the ones that meet the specifications in the
MELSEC iQ-R Ethernet/CC-Link IE User's Manual (Startup). If not, normal data transmission is not
guaranteed.

@ For the safety I/O module, refer to the MELSEC iQ-R I/O Module (With Safety Functions) User's
Manual.

[Startup and Maintenance Precautions]

/\WARNING

@® Do not touch any terminal while power is on. Doing so will cause electric shock or malfunction.

@ Correctly connect the battery connector. Do not charge, disassemble, heat, short-circuit, solder, or
throw the battery into the fire. Also, do not expose it to liquid or strong shock. Doing so will cause the
battery to produce heat, explode, ignite, or leak, resulting in injury and fire.

@ Shut off the external power supply (all phases) used in the system before cleaning the module or
retightening the terminal screws, connector screws, or module fixing screws. Failure to do so may
result in electric shock. Tighten the terminal block mounting screws, terminal screws, and module
fixing screws within the specified torque range. Undertightening a terminal block mounting screw or a
terminal screw can cause drop of the screw, short circuit, fire, or malfunction. Overtightening can
damage the screw and/or module, resulting in drop, short circuit, fire, or malfunction. Undertightening
a module fixing screw can cause drop of the screw. Overtightening can damage the screw and/or
module, resulting in drop.

@ For the safety I/O module, refer to the MELSEC iQ-R 1/0 Module (With Safety Functions) User's
Manual.




[Startup and Maintenance Precautions]

/\CAUTION

® \When performing online operations of the running safety programmable controller (such as the
program modification, device test, and operating status change (e.g. RUN to STOP) while the Safety
CPU is running) from an external device such as a personal computer connected, read relevant
manuals carefully and ensure the safety before operation. The operations must be performed by
qualified operators, according to the operating procedure that is decided at the design stage.
Modifying a program while the Safety CPU is running (online change) may cause corruption of the
program depending on operating conditions. Fully understand the precautions described in the GX
Works3 Operating Manual before operation.

® Do not disassemble or modify the modules. Doing so may cause failure, malfunction, injury, or a fire.
The warranty does not cover the products repaired or remodeled by anyone other than Mitsubishi
Electric.

@® Use any radio communication device such as a cellular phone or PHS (Personal Handy-phone
System) more than 25cm away in all directions from the programmable controller. Failure to do so
may cause malfunction.

@ Shut off the external power supply (all phases) used in the system before mounting or removing the
module. Failure to do so may cause the module to fail or malfunction.

@ After the first use of the product, do not perform each of the following operations more than 50 times
(IEC 61131-2/JIS B 3502 compliant).

Exceeding the limit may cause malfunction.
* Mounting/removing the module to/from the base unit
* Inserting/removing the extended SRAM cassette to/from the CPU module
* Mounting/removing the terminal block to/from the module

® Do not drop or apply shock to the battery to be installed in the module. Doing so may damage the
battery, causing the battery fluid to leak inside the battery. If the battery is dropped or any shock is
applied to it, dispose of it without using.

@ Before handling the module, touch a conducting object such as a grounded metal to discharge the
static electricity from the human body. Failure to discharge the static electricity may cause the module
to fail or malfunction.

@ Since the module case is made of resin, do not drop or apply any strong impact to the module. Doing
so may damage the module.

@ Shut off the external power supply (all phases) used in the system before mounting or removing a
module. Failure to do so may cause the module to fail or malfunction.

® For the safety I/O module, refer to the MELSEC iQ-R I/0O Module (With Safety Functions) User's
Manual.

[Disposal Precautions]

/N CAUTION

® When disposing of this product, treat it as industrial waste.

® When disposing of batteries, separate them from other wastes according to the local regulations. For
details on battery regulations in EU member states, refer to the MELSEC iQ-R Module Configuration
Manual.

® For the safety I/O module, refer to the MELSEC iQ-R I/0 Module (With Safety Functions) User's
Manual.




[Transportation Precautions]

/N CAUTION

® When transporting lithium batteries, follow the transportation regulations. For details on the regulated
models, refer to the MELSEC iQ-R Module Configuration Manual.

® The halogens (such as fluorine, chlorine, bromine, and iodine), which are contained in a fumigant
used for disinfection and pest control of wood packaging materials, may cause failure of the product.
Prevent the entry of fumigant residues into the product or consider other methods (such as heat
treatment) instead of fumigation. The disinfection and pest control measures must be applied to
unprocessed raw wood.

® For the safety I/O module, refer to the MELSEC iQ-R I/0 Module (With Safety Functions) User's
Manual.




CONDITIONS OF USE FOR THE PRODUCT

(1) Although Mitsubishi Electric has obtained the certification for Product's compliance to the international safety standards
IEC61508, 1ISO13849-1 from TUV Rheinland, this fact does not guarantee that Product will be free from any malfunction
or failure. The user of this Product shall comply with any and all applicable safety standard, regulation or law and take
appropriate safety measures for the system in which the Product is installed or used and shall take the second or third
safety measures other than the Product. Mitsubishi Electric is not liable for damages that could have been prevented by
compliance with any applicable safety standard, regulation or law.

(2) Mitsubishi Electric prohibits the use of Products with or in any application involving, and Mitsubishi Electric shall not be
liable for a default, a liability for defect warranty, a quality assurance, negligence or other tort and a product liability in

these applications.

a) power plants,
b) trains, railway systems, airplanes, airline operations, other transportation systems,
c) hospitals, medical care, dialysis and life support facilities or equipment,

(
(
(
(d) amusement equipments,
(e) incineration and fuel devices,
(f) handling of nuclear or hazardous materials or chemicals,
(g) mining and drilling,
(h) and other applications where the level of risk to human life, health or property are elevated.

(3) Mitsubishi Electric shall have no responsibility or liability for any problems involving programmable controller trouble and

system trouble caused by DoS attacks, unauthorized access, computer viruses, and other cyberattacks.

INTRODUCTION

Thank you for purchasing the Mitsubishi Electric MELSEC iQ-R series programmable controllers.
This manual describes the points to be concerned when configuring safety application that meets the safety standards using

the safety programmable controller.

Before using this product, please read this manual and the relevant manuals carefully and develop familiarity with the
functions and performance of the MELSEC iQ-R series programmable controller to handle the product correctly.

When applying the program and circuit examples provided in this manual to an actual system, ensure the applicability and
confirm that it will not cause system control problems.

Please make sure that the end users read this manual.
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RELEVANT MANUALS

Manual name [manual number] Description Available
form
MELSEC iQ-R Safety Application Guide Overview of safety systems, how to configure safety systems, e-Manual
[SH-081538ENG] (this manual) examples of installation and wiring, and application programs. PDF
MELSEC iQ-R CPU Module User's Manual (Startup) Performance specifications, procedures before operation, and Print book
[SH-081263ENG] troubleshooting of the CPU module e-Manual
PDF
MELSEC iQ-R CPU Module User's Manual (Application) Memory, functions, devices, and parameters of the CPU module Print book
[SH-081264ENG] e-Manual
PDF
MELSEC iQ-R Ethernet/CC-Link |IE User's Manual (Startup) Specifications, procedures before operation, system configuration, Print book
[SH-081256ENG] wiring, and communication examples of Ethernet, CC-Link IE e-Manual
Controller Network, and CC-Link IE Field Network PDF
MELSEC iQ-R CC-Link IE Field Network User's Manual Functions, parameter settings, programming, troubleshooting, I/O Print book
(Application) signals, and buffer memory of CC-Link IE Field Network e-Manual
[SH-081259ENG] PDF
CC-Link IE Field Network Remote 1/0 Module (With Safety Procedures required to use safety I/O modules, system configuration, Print book
Functions) User's Manual parameter setting, functions, and troubleshooting. e-Manual
[SH-081449ENG] PDE
CC-Link IE Field Network Remote I/O Module (With Safety Specifications, procedures before operation, installation and wiring, Print book
Functions) User's Manual functions, parameter settings, maintenance and inspection, and e-Manual
[SH-082611ENG] troubleshooting of the safety remote 1/0 module PDF
CC-Link IE Field Network Remote I/O Module User's Manual Procedures required to use I/O modules, system configuration, Print book
[SH-081114ENG] parameter setting, functions, and troubleshooting. e-Manual
PDF
MELSEC iQ-R CC-Link IE TSN User's Manual (Startup) Specifications, procedures before operation, system configuration, Print book
[SH-082127ENG] wiring, and communication examples of CC-Link IE TSN e-Manual
PDF
MELSEC iQ-R CC-Link IE TSN User's Manual (Application) Functions, parameter settings, troubleshooting, 1/O signals, and buffer | Print book
[SH-082129ENG] memory of CC-Link IE TSN e-Manual
PDF
CC-Link IE TSN Remote /0O Module (With Safety Functions) Part names, specifications, procedures before operation, system Print book
User's Manual configuration, installation and wiring, parameter settings, functions, and e-Manual
[SH-082227ENG] troubleshooting of the safety remote 1/0 module PDF
CC-Link IE TSN Waterproof/Dustproof Remote I/O Module (With Part names, specifications, procedures before operation, system Print book
Safety Functions) User's Manual configuration, installation and wiring, parameter settings, functions, and e-Manual
[SH-082466ENG] troubleshooting of the safety remote 1/0 module PDF
CC-Link IE TSN Waterproof/Dustproof Remote I/O Module (With Part names, specifications, procedures before operation, system Print book
Safety Functions) User's Manual configuration, installation and wiring, parameter settings, functions, and e-Manual
[SH-082508ENG] troubleshooting of the safety remote 1/0O module PDF
MELSEC iQ-R I/0O Module (With Safety Functions) User's Manual | Specifications, procedures before operation, system configuration, Print book
[SH-082639ENG] installation and wiring, parameter settings, functions, maintenance and e-Manual
inspection, and troubleshooting of the safety I/O module PDF

Poin t/®

e-Manual refers to the Mitsubishi Electric FA electronic book manuals that can be browsed using a dedicated

tool.
e-Manual has the following features:

» Required information can be cross-searched in multiple manuals.

» Other manuals can be accessed from the links in the manual.

» The hardware specifications of each part can be found from the product figures.

» Pages that users often browse can be bookmarked.

« Sample programs can be copied to an engineering tool.




TERMS

Unless otherwise specified, this manual uses the following terms.

Term

Description

Dark test

A function that diagnoses contacts including external devices by outputting test pulses to turn off the
inputs or outputs that are on

Engineering tool

A tool used for setting up programmable controllers, programming, debugging, and maintenance

Local station on the CC-Link IE Field Network

A station that performs cyclic transmission and transient transmission with the master station and
other local stations on the CC-Link IE Field Network

Master station on the CC-Link IE Field Network

A station that controls the entire the CC-Link IE Field Network.

Only one master station can be used in a network.

This station can perform cyclic transmission and transient transmission with all stations on the CC-
Link IE Field Network.

NC

A contact that is closed or in a conductive state, and opened by operation of the switch

NO

A contact that is open or in a non-conductive state, and closed by operation of the switch

Normally closed contact

Refer to the description of NC.

Normally open contact

Refer to the description of NO.

PL (performance level)

A safety level specified in 1ISO13849-1: 2015 (The safety level is classified into five levels, a to e.)

Remote device station (safety station) on the CC-Link IE
Field Network

A station that exchanges /O signals (bit data) with the master station by safety communications.
This station can be used in a safety system.

Remote device station on the CC-Link IE Field Network

A station that exchanges /O signals (bit data) and I/O data (word data) with another station by
transient transmission. This station responds to a transient transmission request from another
station. This station cannot be used in a safety system.

Remote 1/0 station on the CC-Link IE Field Network

A station that exchanges I/O signals (bit data) with the master station by cyclic transmission. This
station cannot be used in a safety system.

Risk

The combination of the possibility and severity of harm (injury or illness) that may occur when
exposed to a hazard

Risk assessment

Overall process comprising identification of the hazards of machines and risk evaluation

RWr Remote register (read area for the CC-Link IE Field Network)
RWw Remote register (write area for the CC-Link IE Field Network)
RX Remote input (for the CC-Link IE Field Network)

RY Remote output (for the CC-Link IE Field Network)

Safety communications

Communication service that performs send/receive processing in the safety layer of the safety
communication protocol

Safety component

A component such as a fail-safe sensor and actuator

Safety control

Machine control by safety programs and safety data communications. When an error occurs, the
machine in operation is securely stopped.

Safety cycle time

This is a time inserted to activate safety input and output, as well as the safety program.

Safety function

A function provided to protect a person from the hazards of machines

Safety /O refresh

Inputting safety data from the safety input module to the Safety CPU, as well as outputting safety
data from the Safety CPU to the safety output module

Safety measures

Measures for reducing risk

Safety system

A system that execute the required safety function

SB Link special relay. Bit data that indicates the operating status and data link status of a module on the
CC-Link IE Field Network.
SIL A safety level specified in IEC61508: 2010 (The safety level is classified into four levels, SIL1 to

SiL4.)

Standard communications

Communications other than safety communications, such as cyclic transmission and transient
transmission of the CC-Link IE Field Network

Standard control

Machine control by standard programs and standard data communications. Programmable
controllers other than the safety programmable controller perform only standard control. (This term
is used to distinguish from safety control.)

SwW

Link special register. Word data that indicates the operating status and data link status of a module
on the CC-Link IE Field Network.

Target failure measure

A target value of reliability specified in IEC61508: 2010 for each SIL level. There are two target
failure measures depending on the operation frequency of the safety function, PFDavg and PFH.

13
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GENERIC TERMS AND ABBREVIATIONS

Unless otherwise specified, this manual uses the following generic terms and abbreviations.

Generic term and abbreviation Description

CC-Link IE Field Network master/local module RJ71GF11-T2 CC-Link IE Field Network master/local module

Device station on CC-Link |IE Field Network A station other than the master station on CC-Link |IE Field Network, such as a local station, remote
1/0 station, remote device station, intelligent device station, and intelligent device station (safety
station)

Safety application An application that is controlled by the safety programmable controller for realizing the safety
function

Safety CPU RO8SFCPU, R16SFCPU, R32SFCPU, R120SFCPU.
This module performs both standard control and safety control and is used with a safety function
module.

Safety function module R6SFM.

This module performs safety control and must be used with a Safety CPU. This module can only be
used with the Safety CPU.

Safety input module RX40NC6S-TS

Safety input A signal that is input to the safety programmable controller for realizing the safety function

Safety I/O module RX40NC6S-TS, RY48PT20S-TS

Safety output A signal that is output from the safety programmable controller for realizing the safety function

Safety output module RY48PT20S-TS

Safety programmable controller A MELSEC iQ-R series module that performs safety control: a Safety CPU, a safety function
module, a CC-Link IE Field Network remote I/O module (with safety functions)

Safety remote I/O module NZ2GFSS2-32D, NZ2EXSS2-8TE, NZ2GFSS2-16DTE, NZ2GFSS2-8D, NZ2GFSS2-8TE,

NZ2GFSS2-32D-S1, NZ2GFSS2-16DTE-S1, NZ2GFSS2-8D-S1, NZ2GFSS2-8TE-S1,
NZ2GNSS2-16DTE, NZ2GNSS2-8D, NZ2GNSS2-8TE, NZ2GNS12A2-16DTE, NZ2GNS12A2-
14DT CC-Link IE Field Network remote /O module (with safety functions) and CC-Link IE TSN
remote I/O module (with safety functions)

Safety station on the CC-Link IE Field Network A station on CC-Link IE Field Network, which perform safety communications and standard
communications

Standard CPU AMELSEC iQ-R series CPU module (other than a Safety CPU) that performs standard control (This
term is used to distinguish such a CPU module from a Safety CPU.)

Standard programmable controller MELSEC iQ-R series, MELSEC-Q series, MELSEC-L series, MELSEC-QnA series, MELSEC-A

series, and MELSEC-FX series modules that perform standard control (This term is used to
distinguish such programmable controllers from the safety programmable controllers.)

Standard remote /O module A remote 1/0 module on CC-Link IE Field Network or CC-Link IE TSN to which only standard inputs
and outputs (not safety inputs and outputs) are connected (This term is used to distinguish a remote
1/0 module from a safety remote 1/0O module.)

HOW TO USE THIS MANUAL

This manual describes the points to be concerned when configuring a safety application that meets the safety standards using

the safety programmable controller.

Safety application configuration examples are provided in chapter 5 of this manual, but they have not obtained safety
approvals. It is user's responsibility to obtain a safety approval for the entire safety system.

This manual consists of five chapters.

Chapter 1: Overview of the safety programmable controller

Chapter 2: Safety application that is configured using the safety programmable controller

Chapter 3: Risk assessment, SIL, and PL

Chapter 4: Precautions for using the safety programmable controller

Chapter 5: Safety application configuration examples

For detailed specifications and functions of each module, refer to the relevant manuals.



1 OVERVIEW

Mitsubishi Electric safety programmable controllers obtained safety approval at the highest safety level that the programmable
controller can obtain (EN ISO 13849-1:2015 Category 4 and PLe, EN 61508:2010 SIL3).

(NZ2GNS12A2-14DT is classified as Category 3.)

Programs for safety control and for standard control can be executed simultaneously by one Safety CPU.

System using the network modules

Systems using the network modules perform both the safety communications and standard communications on one network.

[ = e = et e e e

, Safety programmable controller (1) Standard—!
control

GX Works3

Séfety
control

CC-Link IE |
Field Network :

\ Emergency  Light Safety Inverter Robot

! stop switch curtain relay

| Safety programmable

Safety programmable
controller (2)

controller (3)

Emergency Light Safety Inverter Robot

stop switch curtain relay

Safety control Standard control Safety control Standard control

Emergency Light Safety
stop switch curtain relay
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Proximity 1/O system

The safety 1/O refresh processing can be performed for a system that does not use a network module by using the safety I/O
module.

() )

o  © @

@ 1 B

Emergency  Light Robot
stop switch  curtain

(3) (4)

ol  © @

fion
@ | 1 B
J
Emergency Light Robot
stop switch  curtain

(1) Safety CPU

(2) Safety function module

(3) Safety input module

(4) Safety output module

(5) Input signal

(6) Output signal

For details on the safety I/O refresh function and the settings to perform the safety /O refresh, refer to the following.

L[TIMELSEC iQ-R I/0 Module (With Safety Functions) User's Manual
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2 APPLICATION EXAMPLE

Safety control for the entire line using a single safety programmable controller

The following shows an application image for the car welding line as an application example of the safety programmable
controller. The safety programmable controller processes safety control of the entire line as a safety application, and

processes line integrated control, which integrates processes as a standard application.

Configure the safety application operated by the safety programmable controller for the following purposes:

» When safe state signal is checked, supply power to the robots.

* When the safe state signal cannot be checked, cut off the power.

» The safe state signal can be checked using an emergency stop switch or a light curtain.

The safety application operated by the safety programmable controller operates as follows:

« Connect a safe state signal to the safety remote I/O module and the safety 1/O module.

* The safety remote I/0O module and the safety I/O module send the safe state signal to the Safety CPU. The Safety CPU
processes the safe state signal received with the safety program and sends safety output to the safety remote I/O module
and the safety 1/0 module.

» The safety output cuts off the power to the robots.

The standard application operated by the safety programmable controller operates as follows:

» Perform communications between the standard programmable controller and standard CPU. Then, process integrated
control on the lines.

+ Connect the restart switch and warming light to a standard remote 1/0 module.

« Deliver the input of connected restart switch to the safety application.

* Receive a safe state signal from the safety application, and then control the warning lights.

+ To perform integrated line control of the lines, communicate the input of the standard programmable controller and restart
switch, the safe state signal, the operating status of standard control, and the like through communications between
standard CPUs

2 APPLICATION EXAMPLE 1 7
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Integrated control panel

First process

Second process

nth process

Network™!
(Communications between
standard CPU modules)

'

Emergency
stop switch

Safety control

Line control™®

B |

CC-Link IE Field Network
(standard communications

+ safety communications)
o

Other process

Emergency Robot
stop switch

*1

Safety input

Safety input

J N J \
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R Standard input Standard input r Safety output
0
2
Restart  Emergency Warning  Light curtain
[FASTD)  switch  stop switch | £ light 9 =9 /7210
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- (] rove
/22510 0
I I
Body welding line - -

This is a network including the CC-Link IE Controller Network and Ethernet.

*2 This communicates with the CC-Link IE Field Network (standard communications + safety communications).
*3 This communicates with the CC-Link IE Field Network (standard communications).
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Safety control for the entire line using multiple safety programmable controllers

The following shows an application image for the safety control linked between multiple manufacturing processes, as an

application example of the safety programmable controller. The safety programmable controller processes controls linked

between safety control and standard control at each process, and control processes. All processes should share safe state

information from each process when connecting multiple manufacturing processes without physical separation. Share safe
state information between safety programmable controllers allocated in each process, using safety communication functions
between Safety CPUs.

Configure the safety application operated by the safety programmable controller for the following purposes:

* When the safe state signal is checked, supply power to the robots.

» When safe state signal cannot be checked, cut off the power.

» The safe state signal can be checked using an emergency stop switch or a light curtain.

» Configure the safety control linked with consecutive processes or the entire process using safety communications between
Safety CPUs on the CC-Link IE Field Network.

The safety application operated by the safety programmable controller operates as follows:

» Connect a safe state signal to the safety remote I/O module.

» Connect the Safety CPUs at each process with the CC-Link IE Field Network.

» The safety remote I/0O module sends the safe state signal to the Safety CPU.

» To perform emergency stop for consecutive processes or the entire line, send an emergency stop request to the Safety
CPUs installed in the consecutive processes or the entire line through safety communications between Safety CPUs in CC-
Link IE Field Network using the program.

» The Safety CPU processes the safe state signal received from the safety remote 1/0 module and an emergency stop
request received by safety communications of the CC-Link IE Field Network using the safety program. Then it sends a
safety output to the safety remote 1/O module.

» The safety output cuts off the power to the robots.

The standard application operated by the safety programmable controller operates as follows:

» Connect restart switch, inverter, and robot to standard remote 1/0 module.

« Deliver input of connected restart switch to safety application.

» Perform communications to check operation status and operation instruction with inverter and robot.

* When a link is required for standard control of multiple or the same processes, send standard data through standard
communications of the CC-Link IE Field Network.
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3 RISK ASSESSMENT AND SAFETY LEVEL

When using safety programmable controller, perform risk assessment on target equipment while observing ISO 12100:2010,
and select appropriate SIL and PL, as well as reduce the risk conforming to ISO 13849-1:2015, IEC 61508:2010.
This chapter describes the risk assessment, risk reduction, and overview of SIL and PL.

3.1 Risk Assessment

The risk assessment is to clarify potential hazards in a machine and assess the degree of the hazards.
The following shows a risk assessment and risk reduction procedures. These procedures are standardized in ISO
12100:2010 Safety of machinery -- General principles for design -- Risk assessment and risk reduction.

20 3 RISK ASSESSMENT AND SAFETY LEVEL
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(For details, refer to ISO 12100:2010)
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*1 SIL is standardized as an index showing the safety level. (==~ Page 23 SIL)
*2 SIL is standardized as an index showing the safety level. (==~ Page 24 PL)
*3 The risk is reduced by adding safety measures (==~ Page 22 Risk reduction).

Risk reduction

As a result of the risk assessment, when the machinery is judged as unsafe, the risk reduction must be performed by adding

safety measures.

The measures for the risk reduction are standardized in ISO 12100:2010 as described below.

Description

Inherently safe design measures eliminate hazards or reduce the associated risks by a
suitable choice of design features of the machine itself and/or interaction between the exposed

persons and the machine.

Taking into account the intended use and the reasonably foreseeable misuse, appropriately
selected safeguarding and complementary protective measures can be used to reduce risk,
when it is not practicable to eliminate a hazard, or reduce its associated risk sufficiently, using
inherently safe design measures.

Item

Step 1 Risk reduction by inherently safe
design measures

Step 2 Risk reduction by safeguarding and
implementation of complementary
protective measures

Step 3 Risk reduction by information for use

Where risks remain despite inherently safe design measures, safeguarding and the adoption
of complementary protective measures, the residual risks shall be identified in the information

for use.

(For details, refer to ISO 12100:2010)

If the safety of machines is not ensured by a single safe measure, combine and execute the multiple risk reduction measures

until the machines are safe, according to the procedures above.
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3.2 SiL

SIL and target failure measure (PFDavg/PFH)

SIL is standardized by IEC 61508:2010 as an index showing the safety level. The following risk graph method can select a
SIL.

Consequence Exposure Avoidance Demand rate
Relatively Very
high Low low
a - -
Minor
Possible 1 a _
Marginal Rare Not likely
Starting point for . 2 1 a
risk reduction Frequent Possible
Not likel
Critical Rare y 3 2 1
Frequent Possible
R Not likely
Catastrophic are
Possible 4 3 2
Frequent
Not likely b 4 3
Definition of symbols:
Symbol Definition
—,a No safety requirements
b Not sufficient with a single safety-related system.
1,2,3,4 Safety integrity level
Stands for SIL1, SIL2, SIL3 and SIL4 respectively.
Probability of risk event Definition
occurrence
Frequent The probability of unwanted event occurrence is relatively high and repeatedly occurs.
Moderate The probability of unwanted event occurrence is relatively low and infrequently occurs.
Infrequent The probability of unwanted event occurrence is extremely low and unlikely occurs.

(For details, refer to IEC 61508-5:2010)

To achieve the selected SIL, a safety system shall be established according to the requirements for each SIL of the IEC
61508:2010. For example, the values of PFDavg (target failure measure for low demand mode of operation”) and PFH
(target failure measure for consecutive or high demand mode of operation“), which indicate failure rates when safety
functions are nullified, are specified according to the SIL level as shown in the table below. Page 28 Calculation of the target
failure measure (PFDavg/PFH) shows the calculation method for PFDavg/PFH when the safety programmable controller is
used. For details on the requirements for each SIL, refer to SIL IEC 61508:2010.

SIL Low demand mode of operation”! High demand mode of operation”!
4 10® < PFDavg < 10™* 109 <PFH <108
3 10" < PFDavg < 1073 108 <PFH <107
2 10 < PFDavg < 102 107 < PFH < 10
1 102 < PFDavg < 10" 10% <PFH <10

(For details, refer to IEC 61508-1:2010)
*1  For the low and high demand modes of operation, refer to IEC 61508:2010.
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3.3 PL

The performance level (PL) is specified in ISO 13849-1:2015. Firstly assess the risks of machines for which risk reduction
measures of the safety system have not been taken, and then select a required performance level (PLr) for the safety

systems. The following shows a risk graph to be used for the PLr selection.

. . Frequency and/or Possibility of avoiding
Severity of injury N
) exposure to hazard hazard or limiting harm
(F) (P)
P1 PLr
F1 Possible under a 4 Low
specific conditions
Seldom-to-less-often
and/or exposure time P2
is short
S1 Scarcely possible
Slight (normally P1 b
reversible injury) Possible under
) specific conditions
Frequent-to-continuous
and/or exposure time P2
is long
Starting point for Scarcely possible
risk reduction P1 c
Possible under
specific conditions
Seldom-to-less-often
and/or exposure time P2
is short
Scarcely possible
Serious (normally P1 d
irreversible injury
or death) Poss_il_)le undgf
X specific conditions
Frequent-to-continuous
and/or exposure time p2
is long e
Scarcely possible High

(For details, refer to ISO 13849-1:2015.)

To ensure the establishment of PLr for the PL of the safety system, establish a safety system by selecting a method and
technique for the safety system.

Select PL based on (1) category, (2) average diagnostic coverage (DCavg), (3) mean time to dangerous failure (MTTFd), and
(4) common cause failure (CCF).

3 RISK ASSESSMENT AND SAFETY LEVEL
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Category

The category is a classification of safety function sustainability for the safety system. As shown in the following, categories

can be classified into the items, according to the safety requirements and safety function sustainability.

The following table shows the requirements of standard for categories.

Category Summary of requirements Sustainability of safety functions Features of the
functions
B « Achieve desired functions of the safety-related parts of * The occurrence of a fault can lead to loss of | Mainly characterized by
the machine control systems. the safety functions. selection of components
1 * Requirement of B shall apply. « Similar to the category B, reliability of
+ Use well-tried and high-performance components. functions to ensure safety is high.
2 * Requirement of B shall apply. * The loss of the safety functions can be Mainly characterized by the
+ Check safety functions at suitable intervals. detected by the checks, however, the safety | system configuration method
functions may be lose depends on the to ensure safety.
timing of the checks.
3 * Requirement of B shall apply. * When a single fault occurs, the safety
A single fault does not lead to loss of the safety functions are always performed.
functions. » Some but not all faults will be detected.
* The single fault is detected whenever reasonably Accumulation of undetected faults can lead
practicable. to loss of the safety functions.
4 * Requirement of B shall apply. * When the faults occur, the safety functions

* A single fault can be detected when performing or
before performing the safety functions

* An accumulation of faults shall not lead to loss of the
safety functions.

are always performed.
* The faults will be detected in time to prevent
loss of the safety functions.

(For details, refer to ISO 13849-1:2015.)

Mean Time to Dangerous Failure (MTTFd)

Failures can be divided into safe failure triggering the fail safe after the failure occurs and dangerous failure not triggering

safety functions because of an inability to detect the failure. Mean Time to Dangerous Failure (MTTFd) means a mean time

regarding dangerous failure.

The following shows the classifications of the MTTFd.

Notation Scope of MTTFd

Low 3 years < MTTFd < 10 years
Medium 10 years < MTTFd < 30 years
High 30 years < MTTFd < 100 years

(For details, refer to ISO 13849-1:2015.)
MTTFd can be calculated based on component failure rate and average number of operations per year.

If the values of devices used (average number of movements until 10% of the device undergoes dangerous failure) are

known, calculate the MTTFd value using the following formula.

If the values are not known, refer to ISO 13849-1:2015 or ask the manufacturer.

B
MTTFd= ——*—
0.1xn,,
dgp*hp* 3600
Nop = i
cycle

* Nop: average number of operations per year (times/year)

* dop: average number of days operated per year (days/year)

* hop: average number of hours per day (hours/day)

* teycle @average hour per cycle (seconds/time)
For details on the calculation of the MTTFd value, refer to ISO 13849-1:2015.
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Diagnostics coverage (DC) and average diagnostics coverage (DCavg)

The scope of the diagnostics coverage is the diagnostic ratio of the diagnostic method used for safety system components. It
is defined based on the ratio of probabilities of dangerous failure to be detected at diagnostics and all dangerous failures. The
standard specifies classification rules for how to determine which diagnostic scope shall be classified into either low, medium,
or high as representative diagnostic methods, and also numerical values within the scope of diagnostics for classifications
(low, medium, and high) For details on the DC estimation method, refer to ISO 13849-1:2015.

This indicates classification table for diagnostic scope.

Notation Scope of DC
None DC < 60%

Low 60% < DC < 90%
Medium 90% < DC < 99%
High 99% <DC

(For details, refer to ISO 13849-1:2015.)

When the safety system uses multiple components, use average diagnostics coverage (DCavg) as a mean value for
diagnosis coverage (DC) for these components. The DCavg can be estimated based on the ratio of the sum total of the
probability of dangerous failures to be detected at component diagnostics and the sum total of probability for all dangerous
failures using the following formula.

DC, ., DG, . DG,
DCavge MTTFe  MTTR, ~ MTTF,
1T, 1 1
MTTF,, MTTF,, MTTF,,
» DCi: A component configuring safety systemi (i=1, ..., N)

* MTTFdi: A component configuring safety systemi(i=1, ..., N)
The relationship between low, medium, and high for the DCavg and figures shall follow the table above.
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Selecting performance level

The following shows the relationship between PL and category, average diagnostics coverage (DCavg), and mean time to

dangerous failure (MTTFd). Configure the safety system by selecting diagnostics methods to ensure achievement of the
safety system PLr for the target machines.

PL

Category B Category 1 Category 2 Category 2 Category 3 Category 3 Category 4
DCavg=None DCavg=None DCavg=Low DCavg=Medium DCavg=Low DCavg=Medium  DCavg=High

] : MTTFd=Low
[ : MTTFd=Medium
I - viTTFd=High
(For details, refer to ISO 13849-1:2015.)

BECommon Cause Failure (CCF)
The CCF is a failure of multiple components caused by a single event. This includes environmental factors such as

temperature and EMC, design failure, and software bags.

Quantify safety measures for CCF based on the Annexed table F, ISO 13849-1:2015. Add points specified in the table, if
techniques and measures specified in the table are observed. Consider the measure for CCF of the safety system sufficient if
it eventually earns 65 or more points.

Relationship between PL and SIL

As described in the following, the relationship between PL and the probability of dangerous failure per hour (PFHd) is
specified in ISO 13849-1:2015.

PL Probability of dangerous failure per hour (PFHd) (1/h)
a 105 < PFHd < 10™*

b 3 x 10% < PFHd < 10°°

c 10 < PFHd < 3 x 10

d 107 < PFHd < 108

e 108 < PFHd < 1077

Based on the results, relationship between PL and SIL is specified in ISO 13849-1:2015.

PL SIL
High demand modes of operation/consecutive operation

a N/A
b 1
c 1
d 2
e 3

For relationship between the category and SIL, refer to IEC 62061.
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4 PRECAUTIONS FOR USE OF SAFETY
PROGRAMMABLE CONTROLLER

The safety standards conformance approval must be obtained for the customer with entire safety system.

The safety system inspection is made for the entire safety system including safety components and a program.

The sample program is shown in chapter 5. However, the safety standards approval is not obtained.

And all work for safety system configuration (e.g. design, installation, operation, and maintenance) has to be handled by the
person who has a sufficient education concerning safety standards, safety devices, and safety programmable controller.

4.1 Precautions for Designing Safety Application

Response time

The response time is a time from the safety input off to the safety output off using the safety programmable controller.

The response time is needed for determining the safety distance for a safety system.
For calculation of the response time of a system to be configured, refer to the following description.
[=5~ Page 242 Calculating Safety Response Time for System Configured with a Safety CPU

Calculation of the target failure measure (PFDavg/PFH)

The target failure measure (PFDavg/PFH) is a target value of reliability for each SIL level defined in IEC61508: 2010. (=
Page 23 SIL).

When the safety system using the safety programmable controller is configured, a safety application shall configure a safety
path, including a safety switch through the safety actuator. For example, if the following PFDavg/PFH for safety devices on the
safety path does not meet the SIL required value described in Page 23 SIL and target failure measure (PFDavg/PFH), the
safety application cannot reach the required SIL.

Calculate the PFDavg/PFH for each safety application using the following formula. If the safety path goes through the same
safety device multiple times, add PFDavg/PFH for each safety device one time only.

PFDavg/PFH = (PFDavg/PFH of A) + (PFDavg/PFH of B) + (PFDavg/PFH of C) + (PFDavg/PFH of D) + (PFDavg/PFH of E)

Variable Definition

Al Safety CPU (paired with safety function module)

B2 Safety remote /0 module where safety input device is connected, and safety /O module where safety input device is
connected

c Safety remote 1/0 module where safety output device is connected, and safety I/O module where safety output device
is connected

D3 Safety input device

g3 Safety output device

*1  When performing safety communications between Safety CPUs on the safety path, add PFDavg/PFH for the Safety CPU (paired with
the safety function module) performing safety communications on the safety path. Add no PFDavg/PFH for the Safety CPU (paired with
the safety function module) not performing safety communications on the safety path, even if it is on the same network.

*2  When using an extension module (NZ2EXSS2-8TE) connected to the main module (NZ2GFSS2-32D) as a safety remote I/O module,
perform the calculation using PFDavg/PFH connecting the extension module to the main module.

*3 For PFDavg/PFH, refer to the manuals for the safety components used.

*4 When the safety application includes multiple safety switches or safety actuators, perform the calculation by adding all PFDavg/PFH for
the following: safety remote I/O module where safety switches or safety actuators are connected; safety I/O module where safety
switches or safety actuators are connected; safety input devices; safety output devices.

For the calculation, use a PFDavg/PFH when a safety input module or a safety output module is connected as a safety I/O module.

4 PRECAUTIONS FOR USE OF SAFETY PROGRAMMABLE CONTROLLER
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This indicates PFDavg/PFH related to the safety programmable controller.

Module Proof test interval®
2 years 5 years 10 years 20 years
PFDavg of the Safety CPU (paired with safety function module)® | 5.36 x 10 "6 1.68 x 106 451x1057® 1.36 x 10476
PFDavg of the Main module only (NZ2GFSS2-16DTE) 1.00 x 107 2.52 x 107 5.13x 10 1.06 x 104
fnagztj’l;?smme O ["Main module only (NZ2GFSS2-8D) 9.71 x 10° 2.44 x 10°5 4.95 x 105 1.02 x 10
Main module only (NZ2GFSS2-8TE) 9.65 x 100 243 x 10 4.92 x 10 1.01 x 10
Main module only (NZ2GFSS2-32D) 2.43 x 106 "M 6.07 x 1076 911 1.22 x 1076 7911 2.44 x 106 9N
Connecting extension module to the main | 2.77 x 10 6.91x 10 1.38 x 107 2.78 x 107
module (NZZGFSSZ-32D + NZ2EXSS2- *12*13*14*18 *12*13*14*18 *12*13*14*18 *12*13*14*18
8TE)
Main module only (NZ2GFSS2-16DTE-S1) | 5.22 x 10® 1.31x10° 2.65x 1070 5.42 x 107
Main module only (NZ2GFSS2-8D-S1) 5.17 x 10 1.30 x 10°® 2.62 x 107 5.36 x 10
Main module only (NZ2GFSS2-8TE-S1) 5.11x 10 1.28 x 10°° 2.59 x 107 5.28 x 10
Main module only (NZ2GFSS2-32D-S1) 2.42 x 100 6.05 x 1070 1.21x 100 2.44 x 108

Connecting extension module to the main
module (NZ2GFSS2-32D-S1 +
NZ2EXSS2-8TE)

2.75 x 108 719"

6.87 x 1070 719°21

1.38 x 1070 119"

2.76 x 108 19"

Main module only (NZ2GNSS2-16DTE) 5.80 x 10 1.46 x 10°° 2.97 x 107 6.14 x 10
Main module only (NZ2GNSS2-8D) 5.50 x 108 1.38 x 10°° 2.80 x 107 5.75 x 10
Main module only (NZ2GNSS2-8TE) 5.44 x 10 1.37 x 10°° 2.77 x 107 5.67 x 10
Main module only (NZ2GNS12A2-16DTE) | 2.34 x 1076 5.85x 10 1.17 x 107 2.36 x 107
Main module only (NZ2GNS12A2-14DT) | 2.96 x 10® 7.42 x 100 1.50 x 10 3.04 x 107
PFDavg of the Main module only (RX40NC6S-TS) 1.08 x 100 2.69 x 100 5.39 x 100 1.08 x 1078
safety /0 module™® [0 le only (RY48PT20S-TS) 1.08 x 108 2.71 x 10°© 5.43 x 100 1.08 x 108
Module Proof test interval >
2 years 5 years 10 years 20 years
PFH of the Safety CPU (paired with safety function module)™® 6.66 x 107107 9.04 x 1071077 1.30 x 1097 2.10x 1097
PFH of the safety Main module only (NZ2GFSS2-16DTE) 1.05x 108 1.05 x 10°8 1.05x 108 1.06 x 108
remote I/0 module™® "\ i il only (NZ2GFSS2-8D) 7.29 x 10°® 7.31 x 10°° 7.33x 100 7.38 x 100
Main module only (NZ2GFSS2-8TE) 6.65 x 109 6.67 x 107 6.69 x 10 6.73 x 10
Main module only (NZ2GFSS2-32D) 2.18 x 109 710" 2.18 x 1079 71011 2.18 x 1079 7101 2.18 x 1079 71011
Connecting extension module to the main | 3.74 x 10°° 3.74 x 107 3.74 x 10° 3.74 x 10°
module (NZZGFSSZ—32D + NZ2EXSS2- *15*16*17*18 *15*16*17*18 *15*16*17*18 *15*16*17*18
8TE)
Main module only (NZ2GFSS2-16DTE-S1) | 4.10 x 107 4.10 x 10™® 4.11x10® 413 x 107
Main module only (NZ2GFSS2-8D-S1) 3.54 x 10 3.55x 107 3.56 x 100 3.58 x 10
Main module only (NZ2GFSS2-8TE-S1) 2.90 x 10 2.91x10° 2.91x 107 2.93 x 107
Main module only (NZ2GFSS2-32D-S1) 1.56 x 107 1.56 x 10°° 1.56 x 107 1.56 x 107

Connecting extension module to the main
module (NZ2GFSS2-32D-S1 +
NZ2EXSS2-8TE)

2.34 x 1079 20721

2.34 x 1079 720°21

2.34 x 1079 2072

2.34 x 1079 "0

Main module only (NZ2GNSS2-16DTE) 9.24 x 10 9.25 x 107 9.27 x 10 9.30 x 10
Main module only (NZ2GNSS2-8D) 6.12 x 107 6.12 x 107 6.14 x 10 6.16 x 107
Main module only (NZ2GNSS2-8TE) 5.48 x 10 5.49 x 107 5.50 x 10 5.52 x 10
Main module only (NZ2GNS12A2-16DTE) | 3.10 x 107 3.10 x 107 3.11x 107 3.11x 107
Main module only (NZ2GNS12A2-14DT) 3.19 x 10 3.19 x 107 3.19x 10° 3.20 x 10
PFH of the safety I/ | Main module only (RX40NC6S-TS) 1.15 x 107 1.15 x 10°® 1.16 x 107 1.16 x 107
O module™® Main module only (RY48PT20S-TS) 1.24 x 1079 1.24 x 100 1.24 x 1079 1.24 x 1079
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*5 Each proof test interval is the duration of product use.
The useful life of a product is the period during which the specified functions and performance as a programmable controller are
satisfied. From the perspective of preventive maintenance, the useful life of a product is 10 years for Safety CPU, and 5 years for safety
remote 1/0O module and safety /0O module.
PFDavg/PFH exceeding the useful life is a value converted based on PFDavg/PFH calculated over the useful life.
For preventive maintenance of programmable controller, refer to the following technical bulletin.
LT1Recommendation of preventive maintenance and inspection for MELSEC programmable controllers (FA-A-0018)

*6  When the third and fourth digits of the 16-digit production information of the Safety CPU and the safety function module are "03" or
earlier and "04" or earlier respectively, each PFDavg is as follows.
-2 years: 1.16 x 10, 5 years: 3.70 x 10, 10 years: 1.02 x 1075, 20 years: 3.14 x 10
When the third and fourth digits of the 16-digit production information of the Safety CPU and the safety function module are "04" and
"05" respectively, each PFDavg is as follows.
- 2 years: 6.05 x 10, 5 years: 2.15 x 10°%, 10 years: 6.43 x 105, 20 years: 2.14 x 10

*7 When the third and fourth digits of the 16-digit production information of the Safety CPU and the safety function module are "03" or
earlier and "04" or earlier respectively, each PFH is as follows.
- 2 years: 5.35 x 109, 5 years: 5.41 x 109, 10 years: 5.50 x 109, 20 years: 5.69 x 10°
When the third and fourth digits of the 16-digit production information of the Safety CPU and the safety function module are "04" and
"05" respectively, each PFH is as follows.
- 2 years: 7.88 x 10710, 5 years: 1.23 x 1079, 10 years: 1.96 x 109, 20 years: 3.42 x 107

*8 The PFDavg and PFH values are for when the module is used at the ambient temperature of 40°C.

*9 The values for combinations where the 6th digit from the top of the production information (16 digits) is "7" or earlier are as follows.
-2 years: 1.41 x 10, 5 years: 3.54 x 107, 10 years: 7.16 x 105, 20 years: 1.47 x 10

*10 The values for combinations where the 6th digit from the top of the production information (16 digits) is "7" or earlier are as follows.
- 2 years: 3.53 x 1095 years: 3.55 x 109, 10 years: 3.58 x 109, 20 years: 3.64 x 10°

*11 This value is applied for combinations where the 6th digit from the top of the production information (16 digits) is "8".

*12 The values for combinations where the 6th digit from the top of the NZ2GFSS2-32D production information (16 digits) is "7" or earlier
and the 6th digit from the top of the NZ2EXSS2-8TE production information (16 digits) is "5" or earlier are as follows.
- 2 years: 1.86 x 10, 5 years: 4.66 x 107, 10 years: 9.41 x 105, 20 years: 1.92 x 104

*13 The values for combinations where the 6th digit from the top of the NZ2GFSS2-32D production information (16 digits) is "7" or earlier
and the 6th digit from the top of the NZ2EXSS2-8TE production information (16 digits) is "6" are as follows.
- 2 years: 3.57 x 10, 5 years: 3.62 x 10°%, 10 years: 3.71 x 105, 20 years: 3.87 x 10°°

*14 The values for combinations where the 6th digit from the top of the NZ2GFSS2-32D production information (16 digits) is "8" and the 6th
digit from the top of the NZ2EXSS2-8TE production information (16 digits) is "5" or earlier are as follows.
-2 years: 1.37 x 107, 5 years: 1.73 x 105, 10 years: 2.34 x 10", 20 years: 3.57 x 10

*15 The values for combinations where the 6th digit from the top of the NZ2GFSS2-32D production information (16 digits) is "7" or earlier
and the 6th digit from the top of the NZ2EXSS2-8TE production information (16 digits) is "5" or earlier are as follows.
- 2 years: 4.76 x 109, 5 years: 4.78 x 10, 10 years: 4.81 x 10”9, 20 years: 4.87 x 107

*16 The values for combinations where the 6th digit from the top of the NZ2GFSS2-32D production information (16 digits) is "7" or earlier
and the 6th digit from the top of the NZ2EXSS2-8TE production information (16 digits) is "6" are as follows.
-2 years: 512 x 109, 5 years: 5.12 x 109, 10 years: 5.12 x 109, 20 years: 5.12 x 10°

*17 The values for combinations where the 6th digit from the top of the NZ2GFSS2-32D production information (16 digits) is "8" and the 6th
digit from the top of the NZ2EXSS2-8TE production information (16 digits) is "5" or earlier are as follows.
- 2 years: 3.41 x 109, 5 years: 3.41 x 10, 10 years: 3.41 x 10”9, 20 years: 3.41 x 107

*18 The values for combinations where the 6th digit from the top of the NZ2GFSS2-32D production information (16 digits) is "8" and the 6th
digit from the top of the NZ2EXSS2-8TE production information (16 digits) is "6" are as follows.

*19 The values for combinations where the 6th digit from the top of the NZ2EXSS2-8TE production information (16 digits) is "5" or earlier are
as follows.
- 2 years: 6.92 x 1085 years: 1.73 x 108, 10 years: 3.46 x 105, 20 years: 6.94 x 10

*20 The values for combinations where the 6th digit from the top of the NZ2EXSS2-8TE production information (16 digits) is "5" or earlier are
as follows.
- 2 years: 3.50 x 10”9, 5 years: 3.50 x 107, 10 years: 3.50 x 109, 20 years: 3.50 x 10°

*21 This value is applied for combinations where the 6th digit from the top of the NZ2EXSS2-8TE production information (16 digits) is "6".

Calculation examples are described as a line topology. However, calculation is possible using the methods described in this

section regardless of the connection methods (such as line topology, star topology, or ring topology).
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MTTFd and DCavg

They indicate the MTTFd (mean time to dangerous failure) and DCavg (average diagnostic coverage) related to the safety
programmable controller.

Module MTTFd DCavg
Safety CPU (paired with safety function module)*2 110 years*1 95.2%""
Safety remote I/O module™ Main module only (NZ2GFSS2-16DTE) 142 years 97.3%
Main module only (NZ2GFSS2-8D) 204 years 96.6%
Main module only (NZ2GFSS2-8TE) 223 years 96.3%
Main module only (NZ2GFSS2-32D) 545 years " 98.3% "
Connecting extension module to the main module | 309 years 4567 98.6% 47567
(NZ2GFSS2-32D + NZ2EXSS2-8TE)
Main module only (NZ2GFSS2-16DTE-S1) 279 years 96.0%
Main module only (NZ2GFSS2-8D-S1) 323 years 95.5%
Main module only (NZ2GFSS2-8TE-S1) 394 years 94.7%
Main module only (NZ2GFSS2-32D-S1) 505 years 98.3%
Connecting extension module to the main module | 795 years*g*g 98.0% 8"
(NZ2GFSS2-32D-S1 + NZ2EXSS2-8TE)
Main module only (NZ2GNSS2-16DTE) 161 years 97.7%
Main module only (NZ2GNSS2-8D) 243 years 97.0%
Main module only (NZ2GNSS2-8TE) 271 years 96.8%
Main module only (NZ2GNS12A2-16DTE) 909 years 98.3%
Main module only (NZ2GNS12A2-14DT) 887 years 96.1%
Safety /0 module™ Main module only (RX40NC6S-TS) 1286 years 98.0%
Main module only (RY48PT20S-TS) 1194 years 98.1%

*1  When the third and fourth digits of the 16-digit production information of the Safety CPU and the safety function module are "03" or
earlier and "04" or earlier respectively, each value is as follows.
- MTTFd: 109 years, DCavg: 95.4%
When the third and fourth digits of the 16-digit production information of the Safety CPU and the safety function module are "04" and
"05" respectively, each value is as follows.
- MTTFd: 110 years, DCavg: 95.3%

*2 The values are for when the module is used at the ambient temperature of 40°C.

*3 This value is applied for combinations where the 6th digit from the top of the production information (16 digits) is "8".

*4  The values for combinations where the 6th digit from the top of the NZ2GFSS2-32D production information (16 digits) is "7" or earlier
and the 6th digit from the top of the NZ2EXSS2-8TE production information (16 digits) is "5" or earlier are as follows.
- MTTFd: 156 years, DCavg: 96.1%

*5 The values for combinations where the 6th digit from the top of the NZ2GFSS2-32D production information (16 digits) is "7" or earlier
and the 6th digit from the top of the NZ2EXSS2-8TE production information (16 digits) is "6" are as follows.
- MTTFd: 165 years, DCavg: 96.1%

*6 The values for combinations where the 6th digit from the top of the NZ2GFSS2-32D production information (16 digits) is "8" and the 6th
digit from the top of the NZ2EXSS2-8TE production information (16 digits) is "5" or earlier are as follows.
- MTTFd: 281 years, DCavg: 98.6%

*7 The values for combinations where the 6th digit from the top of the NZ2GFSS2-32D production information (16 digits) is "8" and the 6th
digit from the top of the NZ2EXSS2-8TE production information (16 digits) is "6" are as follows.

*8 The values for combinations where the 6th digit from the top of the NZ2EXSS2-8TE production information (16 digits) is "5" or earlier are
as follows.
- MTTFd: 332 years, DCavg: 98.5%

*9 This value is applied for combinations where the 6th digit from the top of the NZ2EXSS2-8TE production information (16 digits) is "6".

PL evaluation described in ISO 13849-1

Use the PFH value on Page 28 Calculation of the target failure measure (PFDavg/PFH) for PL evaluation described in ISO
13849-1.
For the relationship between PFH and PL, refer to Page 27 Relationship between PL and SIL.
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EWhen using a safety CPU and a safety remote I/O module (connecting extension module)
Connect the emergency stop switch to the main module of the safety remote I/O module. Connect the safety relay to the same

extension module of the safety remote I/O module. Safety CPU controls on/off of the safety relay according to the input from

the emergency stop switch.

« PFDavg/PFH of A: PFDavg/PFH value of a Safety CPU (paired with the safety function module) on the safety path

» PFDavg/PFH of B: PFDavg/PFH value when connecting the extension module (B2) to the main module (B1)

» PFDavg/PFH of C: Do not add this to PFDavg/PFH, since it uses safety remote I/O module same as B (A safety device can
be added for only once per safety path).

» PFDavg/PFH of D: PFDavg/PFH value of the emergency stop switch

» PFDavg/PFH of E: PFDavg/PFH value of the safety relay

The formulas below use the PFDavg and PFH values for the following proof test intervals: 10 years for the Safety CPU and 5

years for the safety remote /0 module.

PFDavg = (PFDavg of A) + (PFDavg of B1 and B2) + (PFDavg of D) + (PFDavg of E)

= (4.51 x 10%) + (6.91 x 10°%) + (PFDavg of D) + (PFDavg of E)

= (5.20 x 10°) + (PFDavg of D) + (PFDavg of E)

PFH = (PFH of A) + (PFH of B1 and B2) + (PFH of D) + (PFH of E)

= (1.30 x 10°) + (3.74 x 10°) + (PFH of D) + (PFH of E)

= (5.04 x 10°) + (PFH of D) + (PFH of E)

Emergency Safety
stop switch relay
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BUsing a Safety CPU and two safety remote I/0 modules (connecting the extension module to
only one module)

Connect the emergency stop switch to the main module of the safety remote 1/0 module. Connect the safety relay to another

extension module of the safety remote I/O module. Safety CPU controls on/off of the safety relay according to the input from

the emergency stop switch.

» PFDavg/PFH of A: PFDavg/PFH value of a Safety CPU (paired with the safety function module) on the safety path

» PFDavg/PFH of B: PFDavg/PFH value of main module B, since only used for main module

* PFDavg/PFH of C: PFDavg/PFH value when connecting extension module (C2) to the main module (C1)

» PFDavg/PFH of D: PFDavg/PFH value of the emergency stop switch

» PFDavg/PFH of E: PFDavg/PFH value of the safety relay

The formulas below use the PFDavg and PFH values for the following proof test intervals: 10 years for the Safety CPU and 5

years for the safety remote /0 module.

PFDavg = (PFDavg of A) + (PFDavg of B) + (PFDavg of C1 and C2) + (PFDavg of D) + (PFDavg of E)

= (4.51 x 10°%) + (6.07 x 10°%) + (6.91 x 10) + (PFDavg of D) + (PFDavg of E)

= (5.81 x 10°%) + (PFDavg of D) + (PFDavg of E)

PFH = (PFH of A) + (PFH of B) + (PFH of C1 and C2) + (PFH of D) + (PFH of E)

=(1.30 x 109) + (2.18 x 10°9) + (3.74 x 10%) + (PFH of D) + (PFH of E)

= (7.22 x 10%) + (PFH of D) + (PFH of E)

Emergency Safety
stop switch relay

4 PRECAUTIONS FOR USE OF SAFETY PROGRAMMABLE CONTROLLER
4.1 Precautions for Designing Safety Application

33




34

HUsing one Safety CPU and one safety /0 module

Connect the emergency stop switch to the safety input module. Connect the safety relay to the safety output module. Safety
CPU controls on/off of the safety relay according to the input from the emergency stop switch.

» PFDavg/PFH of A: PFDavg/PFH value of a Safety CPU (paired with the safety function module) on the safety path

« PFDavg/PFH of B: PFDavg/PFH value when the safety input module (B) is mounted

» PFDavg/PFH of C: PFDavg/PFH value when the safety output module (C) is mounted

» PFDavg/PFH of D: PFDavg/PFH value of the emergency stop switch

« PFDavg/PFH of E: PFDavg/PFH value of the safety relay

The formulas below use the PFDavg and PFH values for the following proof test intervals: 10 years for the Safety CPU and 5
years for the safety I/O module.

PFDavg = (PFDavg of A) + (PFDavg of B and C) + (PFDavg of D) + (PFDavg of E)

=(4.51 x 10%) + (2.69 x 10°® + 2.71 x 10°) + (PFDavg of D) + (PFDavg of E)

= (5.05 x 10°%) + (PFDavg of D) + (PFDavg of E)

PFH = (PFH of A) + (PFH of B and C) + (PFH of D) + (PFH of E)

=(1.30 x 109) + (1.15 x 10 + 1.24 x 10°9) + (PFH of D) + (PFH of E)

= (3.69 x 10%) + (PFH of D) + (PFH of E)

Emergency Safety relay
stop switch
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BUsing a Safety CPU and two safety remote /O modules (connecting extension module to both
modaules)

Connect the emergency stop switch to the main module of the safety remote 1/0 module. Connect the safety relay to another

extension module of the safety remote I/O module. Safety CPU controls on/off of the safety relay according to the input from

the emergency stop switch.

» PFDavg/PFH of A: PFDavg/PFH value of a Safety CPU (paired with the safety function module) on the safety path

» PFDavg/PFH of B: PFDavg/PFH value when connecting the extension module (B2) to the main module (B1)

* PFDavg/PFH of C: PFDavg/PFH value when connecting extension module (C2) to the main module (C1)

» PFDavg/PFH of D: PFDavg/PFH value of the emergency stop switch

» PFDavg/PFH of E: PFDavg/PFH value of the safety relay

The formulas below use the PFDavg and PFH values for the following proof test intervals: 10 years for the Safety CPU and 5

years for the safety remote /0 module.

PFDavg = (PFDavg of A) + (PFDavg of B1 and B2) + (PFDavg of C1 and C2) + (PFDavg of D) + (PFDavg of E)

= (4.51 x 10%) + (6.91 x 10°%) + (6.91 x 10) + (PFDavg of D) + (PFDavg of E)

= (5.89 x 10°%) + (PFDavg of D) + (PFDavg of E)

PFH = (PFH of A) + (PFH of B1 and B2) + (PFH of C1 and C2) + (PFH of D) + (PFH of E)

= (1.30 x 109) + (3.74 x 109) + (3.74 x 10%) + (PFH of D) + (PFH of E)

= (8.78 x 10%) + (PFH of D) + (PFH of E)

Emergency Safety
stop switch relay
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HUsing two Safety CPUs and two safety remote I/O modules (connecting extension module to
both modules)

Connect the emergency stop switch to the main module of the safety remote 1/0 module. Connect the safety relay to both of

the extension modules of the safety remote I/O module. Safety CPU controls safety communications between Safety CPUs

and safety relay on/off according to the input from the emergency stop switch.

» PFDavg/PFH of A: Sum total of the PFDavg/PFH values of two Safety CPUs (paired with the safety function module) (A1
and A2) on the safety path.

PFDavg/PFH of B: PFDavg/PFH value when connecting the extension module (B2) to the main module (B1)

PFDavg/PFH of C: The safety relay is connected to the safety programmable controller (1) and (2), so that add PFDavg/
PFH value of the safety remote /0 module that the safety relays are connected to. Note, however, that the safety relay
connected to the safety programmable controller (1) is connected to the safety remote 1/0O module that is same as B.
Therefore, adding the PFDavg/PFH of the safety programmable controller (1) safety remote I/O module to the PFDavg/PFH
of C is unnecessary (A safety device can be added for only once per safety path). Therefore, the value becomes PFDavg/
PFH value of the safety remote I/O module of the safety programmable controller (2). The PFDavg/PFH value of the safety
remote I/O module of the safety programmable controller (2) becomes the PFDavg/PFH value when connecting the
extension module (C2) to the main module (C1).

« PFDavg/PFH of D: PFDavg/PFH value of the emergency stop switch

» PFDavg/PFH of E: sum total of PFDavg/PFH value of two safety relays (E1 and E2) in safety application

The formulas below use the PFDavg and PFH values for the following proof test intervals: 10 years for the Safety CPU and 5
years for the safety remote /0 module.

PFDavg = (PFDavg of A1) + (PFDavg of A2) + (PFDavg of B1 and B2) + (PFDavg of C1 and C2) + (PFDavg of D) + (PFDavg
of E1) + (PFDavg of E2)

= (4.51 x 10%) + (4.51 x 107°) + (6.91 x 10) + (6.91 x 10°%) + (PFDavg of D) + (PFDavg of E1) + (PFDavg of E2)

=(1.04 x 10'4) + (PFDavg of D) + (PFDavg of E1) + (PFDavg of E2)

PFH = (PFH of A1) + (PFH of A2) + (PFH of B1 and B2) + (PFH of C1 and C2) + (PFH of D) + (PFH of E1) + (PFH of E2)
=(1.30 x 109) + (1.30 x 10°9) + (3.74 x 10%) + (3.74 x 10"%) + (PFH of D) + (PFH of E1) + (PFH of E2)

= (1.01 x 108) + (PFH of D) + (PFH of E1) + (PFH of E2)

Emergency Safety Safety
stop switch relay relay
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Connecting safety components

Connect safety components according to the following safety level by dual wiring and single wiring.

Double wiring

Double wiring

PN .
¥ ~ ¥
‘\
. safety relay
Safety
Single wiring gg%%rrglrl'g?‘\able Single wiring
™\ ~ P
Safety relay
Pointp

Use the doubling input signal to the CC-Link IE Field Network remote I/O module (with safety functions) with
the following combinations of input terminals. For combinations other than the following, an error is detected
by doubling input discrepancy detection.

(This combination uses the CC-Link IE Field Network remote I/O module (with safety functions) (NZ2GFSS2-
32D) as an example. When using other models, refer to the user's manual for each model.)

{X0, X1}, {X2, X3}, {X4, X5}, {X6, X7}, {X8, X9}, {XA, XB}, {XC, XD}, {XE, XF}, {X10, X11}, {X12, X13}, {X14,
X15}, {X16, X17}, {X18, X19}, {X1A, X1B}, {X1C, X1D}, {X1E, X1F}

To execute the input dark test, connect the safety components using a test pulse terminal.

Pointp

To execute the input dark test function, use the input terminals and test pulse terminals of the CC-Link IE Field
Network remote 1/0 module (with safety functions) with the following combinations. Connecting to the
incorrect test pulse terminal is identified as a disconnection and causes an error.

[Correct combination]

(This combination uses the CC-Link IE Field Network remote I/O module (with safety functions) (NZ2GFSS2-
32D) as an example. When using other models, refer to the user's manual for each model.)

{X0, X2, X4, X6, X8, XA, XC, XE}and TO

{X1, X3, X5, X7, X9, XB, XD, XF} and T1

{X10, X12, X14, X16, X18, X1A, X1C, X1E} and T2

{X11, X13, X15, X17, X19, X1B, X1D, X1F} and T3

When not performing input dark test, the COM+ terminal can be used.

Pointp

Use the dual wiring for the CC-Link IE Field Network remote 1/0 module (with safety functions) with the
following combinations of output terminals.

(These combinations are for when the CC-Link IE Field Network remote I/O module (with safety functions)
(NZ2GFSS2-8TE) is used. When using other models, refer to the user's manual for each model.)

{Y0, Y1}, {Y2, Y3}, {Y4, Y5}, {Y6, Y7}

For specific wiring and setting methods, refer to Page 57 SAFETY APPLICATION CONFIGURATION EXAMPLES.
For details on dual wiring, single wiring, and input dark test, refer to the following.
L1 CC-Link IE Field Network Remote I/O Module (With Safety Functions) User's Manual
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Remote register (RWr/RWw) of the safety remote 1/0 module

The system uses 16 points each of the RWr/RWw to communicate with the safety remote 1/0 module (NZ2GFSS2-32D). Do
not read/write data from/to the RWr/RWw to be used by the system. Writing data may cause malfunction of the safety
programmable controller. (Because RWr/RWw assignment differs depending on the module, refer to the user's manual for
each module.)

For details, refer to the following.

L1 CC-Link IE Field Network Remote I/O Module (With Safety Functions) User's Manual

Using the monitor data of the engineering tool

The monitor data to be displayed by the engineering tool should not be used for the operation related to the safety. (For
example, the operations for the safety such as starting a machine or resetting the stop status should not be performed with
checking the monitor data displayed on the engineering tool).

When the safety /0 module is combined with other modules

When the safety /0 module is combined with other modules, ensure that all the modules meet Class I or SELV. Incorrectly
configured system may result in an accident due to an incorrect output or malfunction.

For modules that can be combined, refer to the following.

[TList of Modules That Can Be Used Together with the Safety 1/0 Module (BCN-P5999-1716)
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4.2 Precautions for Programming

Basic programming

Configure a program for realizing safety functions with attention to the following points.

» Program so that a machine is started only when safe state can be checked at the time the start switch is pressed.

» Program so that a machine is stopped if the safe state is not checked.

* Program so that a machine is started at the fall (on—off) of the signal of the start switch. The programming can prevent a
machine from accidentally starting at the switch failure (such as contact welding, spring damage).

« To inhibit restart without manual operation after safety functions were performed and outputs were turned off, create an
interlock program which uses a reset button for restart.

Operation function
(non-safety-related part)

Operation command
e Start switch Start request
e Reset switch

A4

Safety output data
Safety (start command signal)
rogrammable »| Machine startup

p >
controller

!

Safety
input data

Safety state

®No one is in the hazardous area.

A

® There is no emergency stop request.

® The safety programmable controller and safety
components are operating normally.

N J
Y

Interlock

For specific program examples, refer to the following.
[ Page 57 SAFETY APPLICATION CONFIGURATION EXAMPLES
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Creating programs for realizing the safety functions

Configure a program for realizing the safety functions using a method different from the standard program describing standard
control as a safety program.

Configure a safety program using safety devices, safety labels, standard/safety shared labels, instructions for safety measure,
and safety FB/FUN.

Devices can be used for the following safety program.

Classification Type Device name Symbol Notation

Safety user device Bit device Safety input SA\X Hexadecimal
Safety output SAY Hexadecimal

Safety internal relay SAWM Decimal
Safety link relay SA\B Hexadecimal

Bit/word device Safety timer SA\T Decimal

Safety retentive timer SA\ST Decimal

Safety counter SA\C Decimal

Word device Safety data register SA\D Decimal
Safety link register SA\W Hexadecimal

Safety system device Bit device Safety special relay SA\SM Decimal

Word device Safety special register SA\SD Decimal

Constant — — K Decimal
H Hexadecimal

Local devices can be used for the following safety program.

« Safety internal relay (SA\M)

+ Safety timer (SA\T, SA\ST)

» Safety counter (SA\C)

« Safety data register (SA\D)

Safety devices can be used in safety programs are read-only from the GOT. For details on these devices, refer to the GOT
manual.

Labels can be used in safety programs are safety global labels, safety local labels, and standard/safety shared labels only.
The following indicates whether standard/safety program labels can be used or not.

R/W: readable and writable, —: not readable nor writable

Label type Standard program Safety program
Global label Standard global label ! R/W —

Standard/safety shared global label R/W R/W

Safety global label 2 — R/W
Local label Standard local label ™ R/W —

Safety local label™ — R/W

*1 Global label selected "standard" in category

*2 Global label selected "safety" in category

*3 Local label defined as standard program

*4  Local label defined as safe program

Set capacity and number of points for safety device, safety label, and standard/safety shared label used by the Safety CPU

from parameter setting window of the engineering tool.

For how to create a useable device/label, how to create safety program, programming method, and execution type of
programs, refer to the following.

L1 GX Works3 Operating Manual

L1 MELSEC iQ-R CPU Module User's Manual (Application)
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Programs to be used in a program for realizing safety functions

Configure input and output data of a program for realizing safety functions using safety data. Determine the safety/non-safety

of input/output data as follows.

HDevices transferring safety data through safety communications with safety remote 1/10

module
The safety data of devices transferring safety data to be refreshed by safety communications with the safety remote /0

module is a safety data.

Safety remote I/O module (station No.1)

Safety CPU Main module Extension module
CC-Link |E Field Network NZ2GFSS2-32D NZ2EXSS2-8TE
master/local module
Station _t n | M wirwn Ll Input*!
o~ [ xiExo ke onlo
© [ SAWSF - SAX40 |
' | SAX7F - SA\X60 | !
Station __! SA\Y1F1 SAWY7- 1 T vivo ] ,| Output*?
Noi 11/ SA\Y8 [ SA\Y0 T S L on/off
© | _SAWSF - SA\Y20 |
i |_SA\Y5F - SA\Y40 | !
' | _SA\Y7F - SA\Y60 | !

*1 These are inputs such as an emergency stop switch, safety switch, and light curtain.
*2 These are the outputs such as a power source of robots.
User devices to be refreshed by communications with standard remote 1/0 module can be used only by standard program.

When using standard remote I/O module inputs and outputs with safety program, use standard/safety shared label to deliver
data between standard and safety programs. (==~ Page 42 Standard/safety shared label)

ESafety data transfer devices for safety I/0O refresh with the safety /O module
The data stored in safety data transfer devices is safety data, and it is refreshed using safety I/O refresh with the safety I/O

module.
1/0 module with safety functions Standard I/0 module
Safety CPU
Standard module
Devices that can be used by a user such as
Input module Output module RX40C7,
For safety program  For standard program RX40NC6S-TS  RY48PT20S-TS RY40NT5P On/off of inputs such as

an emergency stop switch,
safety switch,
and light curtain

On/off of outputs such as

Y7-YO0
a power source of robots

;
:
|
b Y7-Y0 |
f
!
'
!
!

v

H On/off of inputs such as
T < a standard switch
P

[N QU W R ————

X1F-X0 X1F-X0 |4
E and reset switch
Y1E-YO Y1EY0 : > Onl/off of outputs such as

a warning light

HDevices transferring safety data by safety communications between Safety CPUs
The safety data of devices transferring safety data to be refreshed by safety communications between Safety CPUs with the

CC-Link IE Field Network is a safety data. For details, refer to the following.
[T1 MELSEC iQ-R CC-Link IE Field Network User's Manual (Application)

4 PRECAUTIONS FOR USE OF SAFETY PROGRAMMABLE CONTROLLER 41
4.2 Precautions for Programming



42

EStandard/safety shared label

This is a label to deliver data between safety program and standard program. The standard/safety shared label data are non-
safety data. Input data from standard remote I/O module are input as non-safety data to safety program by standard/safety
shared label, so that they cannot be used for safety control. Similarly, standard remote 1/0 module data output from safety
program by standard/safety shared label are non-safety data. Therefore, they cannot be used for safety control.

When a standard/safety shared label is used in a safety program, create the program so that the device operates only when
safety state is secured. For example, if there are safety devices or safety labels to check safety status using an AND circuit
such as an emergency stop switch connected to a safety remote I/O module and input data from a light curtain, combine the
safety devices and safety labels to form an AND circuit.

The following shows application examples for standard/safety shared labels.

Start processing of standard program (1) without establishing interlock with other devices. Start processing of standard
program (2) after establishing interlock with standard remote I/O module. In the following example, the standard data X100,
X101, and X102 input from standard remote 1/0 module is delivered to safety program with standard/safety shared label. The
safety program uses the start signal of the device "start_in" as part of an AND circuit together with the safety information
"SA\M5". Start processing of standard program (3) after establishing interlock with standard remote I/O module. Also, in the
following example, data same as safety information of safety program "SA\M5" is delivered to standard program with
standard/safety shared label. The standard program uses "safe_state" to establish an interlock. These methods are used
when desiring to start operation after completing safety check using the safety control.

For details on the described programs, refer to the following specific examples.

=" Page 57 SAFETY APPLICATION CONFIGURATION EXAMPLES

Standard
Standard output data _
program (1)
Standard
program (2) Standard

Data link status of
the standard
remote 1/0 module

:Doutput data
Machine operation

| (standard control)

Interlock
Standard/safety | Standard input data
shared label
Standard
program (3)
Standard
S output data
Safety Safety state signal | standard/safety
program | shared label
Interlock
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+ Standard program

SB49  SWO0BO0.1
(0)—4F A [ MC NO MO
NO__MO
W100.8
(125)— | __SET _ W200.8
W100.8
(127)—3 | _RST W200.8
X100 reset_in
(129)— |
X101 start_in
(132)— |
X102 stop_in
(135)— | ol
(138) [_MCR NO
safe_state
(139)—"| [ MC NO M1
NO_ M1
(209) __MCR NO
0) Checking data link status on the station number 2 (standard remote /0 module)
(125) to Write a program that establishes an interlock with standard remote I/O module.
(135)
(139) Checking safety status signal (safe_state)
Write a program that establishes an interlock with safety status signal.
+ Safety program
SA\Y0 SA\Y1 reset_in
(0) 1t 1 {1 MoV K1 SA\DO
SA\DO0.0 reset_in SAWM5
) { | {1} { | MoV K2 SA\DO

SA\SP’!ZSZ.O
10

__SET _ SA\SD1240.0

SADO.1 SAWM5 start_in

(1) |} |} = MOV K1 SA\D1
SA\D1.0 SAWM5 start_in

(28) { 1| { 1| {IF __MOV K2 SA\D1

MOV KO SA\DO

. e OO — O
-  —  —  — — — 0

SA\SD1008.0 SAX0 SA\TO SAWM5
(44) 1t { 1 O
safe_state
Y
N
(0)to (7) This is a circuit to check fall of the off of the reset switch, and release the interlock established in the CC-Link IE Field Network.
(21)to (28)  This is a circuit to check fall of the off of the start switch, and accept a request to start the circuit.
(44) This is a circuit to check whether the robot is in a statue that allows starting or maintaining operation.
This is a circuit to assign safety signals to the standard/safety shared label
For setting methods of the standard/safety shared label, refer to the following.
[ ] GX Works3 Operating Manual
For setting methods of the standard remote I/O module refresh communications, refer to the following.
[ ] CC-Link IE Field Network Remote 1/0 Module User's Manual
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_C-Link IE Field Network

An example for error detection in CC-Link IE Field Network is shown below.
Errors occurred in the CC-Link IE Field Network can be detected using safety refresh communication status. Create a

program using safety refresh communication status, which turns off safety outputs in case of an error.

ESafety refresh communication status

The following table lists the special register names and numbers to check safety refresh communication status for each safety
connection. If multiple CC-Link IE Field Network master/local modules are connected to the base unit, the number of the
special register varies according to the number of modules connected. The safety connection number is the one displayed as
"No" on the detailed setting window of the safety communication in the CC-Link IE Field Network master/local module.

For details on special register areas, refer to the user's manual for each module.

. Network C: i Configured Module Sending Interval | Safety Refreah Safety Data Transfer Device Seting .
No E Network ) ) Open System | Monitoring Time | Monitoring Time Receive Data Storsge Device Send Data Storsge Devics
Destination Model
Tt || SEmILD | SEEER e Ims] [ms] Device Name | Points | Start | End | |Device Name | Points

w ||~ o] w|n|=

A [ [ T e [ T
LA ERENER ENER ENERERE
LA ERENER ENER ENERERE
A [ [ e [ e

=

m b

[ Check ] [ Restore the Default Settings. ] [ Output to File... ] [ 0K ] [ Cancel

Safety refresh communication status of | SA\SD1008 to SA\SD1015 | Description of bits of the following table
each safety connection (1st module) 0: Safety communications normal, safety connection not used
1: Safety communication error

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 bl b0
smsD1008| 16 (15|14 (1312 [11]10| 9 |8 |7 |6 |5 |4 |3 |21
SA\SD1009| 32 31|30 |29 |28 |27 | 26 | 25|24 [ 23| 22| 21|20 [ 19| 18| 17
SA\SD1010| 48 | 47 | 46 | 45|44 [ 43| 42| 41|40 |39 |38 |37 |36 |35|34 |33
SA\SD1011 |64 |63 | 62 | 61|60 |59 |58 |57 |56 | 55|54 53|52 |51 50|49
sAsD1012|80 [ 79| 78 | 77|76 | 75| 74 | 73| 72 | 71| 70 | 69 | 68 | 67 | 66 | 65
SA\SD1013] 96 | 95| 94 | 93 |92 | 91| 90|89 | 88 |87 | 86 | 85 | 84 | 83| 82| 81
SA\SD1014 |112[111]110[109|108[107|106|105|104|103[102[ 101|100 99 | 98 | 97
sasp1015| — | — [ — | = | = [ = | = | = |120[119]118|117|116|115] 114|113

1 to 120: Safety connection numbers

—: Fixed to 0.
Safety refresh status of each safety SA\SD1016 to SA\SD1023 | Description of bits of the following table
connection (2nd module) 0: Safety communications normal, safety connection not used

1: Safety communication error

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 b1 b0
SA\SD1016|16 | 15|14 |13 [12[11[10| 9 |8 | 7|6 |5 |4 [3 |2 [ 1
SA\SD1017 |32 | 31|30 |29 |28 (27|26 (25(24|23|22|21|20|19|18|17
SA\SD1018 |48 |47 | 46 (45|44 |43 (42|41 |40|39|38|37|36|35|34 |33
SA\SD1019 64 |63 |62 |61 |60 (59|58 [ 57 [ 56 | 55 | 54 | 53 | 52 | 51| 50 | 49
SA\SD1020|80 (79|78 (77 |76 |75(74|73|72|71|70|69 |68 |67 |66 |65
SA\SD1021|96 | 95|94 | 93|92 (91|90 |89 |88 |87 |86|85|84|83|82]|81
SA\SD1022 |112|111|110|109|108(107|106(105{104|103|{102|101|100| 99 | 98 | 97
SA\SD1023| — | — | — | — | — | — | — | — [120]119]118]|117|116[115|114[113)]

1 to 120: Safety connection numbers
—: Fixed to 0.
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Name

No.

Description of bits of the special register areas (safety refresh

communication status)

Safety refresh status of each safety
connection (3rd module)

SA\SD1024 to SA\SD1031

Description of bits of the following table
0: Safety communications normal, safety connection not used
1: Safety communication error

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 bi b0

SA\SD1024 |16 (15|14 (1312|1110 9 |8 |7 |6 |5 |4 |3 |2 |1

SA\SD1025|32 31|30 (29|28 |27 (26|25|24|23|22|21|20(19|18|17

SA\SD1026 | 48 | 47 | 46 | 45|44 (43| 42|41 (40|39 (38|37 |36|35|34 |33

SA\SD1027 | 64 |63 | 62 | 61|60 (59| 58 [ 57 [ 56 | 55 | 54 | 53 | 52 | 51| 50 | 49

SA\SD1028 |80 (79|78 (77 |76 |75(74|73|72|71|70|69 |68 |67|66 |65

SA\SD1029 |96 (95|94 (93 (92|91 (90|89 |88 |87 |86|85|84|83|82]81

SA\SD1030 |112|111{110{109/108|107(106|105|104|103|102|101|{100( 99 | 98 | 97

SASD1031| — | —|— | — | — | — | — | — |120]119|118]|117|116{115|114|113]

1 to 120: Safety connection numbers
—: Fixed to 0.

Safety refresh status of each safety
connection (4th module)

SA\SD1032 to SA\SD1039

Description of bits of the following table
0: Safety communications normal, safety connection not used
1: Safety communication error

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 b1 b0

SA\SD1032| 16 (15|14 (1312|1110 9 |8 |7 |6 | 5|4 [3 |2 |1

SA\SD1033 |32 | 31|30 |29 |28 (27|26 (25(24|23[22|21|20|19|18]|17

SA\SD1034 | 48 | 47 | 46 | 45 |44 (43| 42|41 (40|39 (38|37 |36|35|34 |33

SA\SD1035|64 |63 |62 |61|60|59 (58|57 |56|55|54|53|52|51]|50|49

SA\SD1036 |80 (79|78 |77 |76 |75(74|73|72|71|70|69 |68 |67|66 |65

SA\SD1037 |96 (95|94 (93 (92|91 (90|89 |88 |87 |86|85|84 |83|82|81

SA\SD1038 |112(111{110({109/108|107(106|105|104{103|102|101|{100( 99 | 98 | 97

SA\SD1039| — | — | — | — | — [ — | — | — [120]119]118]|117|116[115|114[113]

1 to 120: Safety connection numbers
—: Fixed to 0.

Safety refresh status of each safety
connection (5th module)

SA\SD1040 to SA\SD1047

Description of bits of the following table
0: Safety communications normal, safety connection not used
1: Safety communication error

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 b1 b0

SA\SD1040|16 | 15|14 |13 [12[11|10| 9 |8 |7 |6 |5 |4 [3 |2 [ 1

SA\SD1041 |32 |31[30(29|28|27(26|25|24|23|22|21[20(19|18|17

SA\SD1042 |48 |47 | 46 (45|44 |43 (42|41 |40|39|38|37|36|35|34 |33

SA\SD1043 | 64 |63 |62 (61|60 |59 (58|57 |56 |55|54|53|52 51|50 |49

SA\SD1044 |80 (79|78 (77 |76 |75(74|73|72|71|70|69 |68 |67 |66 |65

SA\SD1045]|96 | 95|94 | 93|92 |91 |90 |89 |88 |87 |86|85|84|83|82|81

SA\SD1046 |112|111|110|109|108(107|106(105{104|103|{102|101|100| 99 | 98 | 97

SASD1047 | — | — | — | — | — | — [ — | — |120]119|118]|117|116{115|114|113]

1 to 120: Safety connection numbers
—: Fixed to 0.

Safety refresh status of each safety
connection (6th module)

SA\SD1048 to SA\SD1055

Description of bits of the following table
0: Safety communications normal, safety connection not used
1: Safety communication error

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 b1 b0

SA\SD1048|16 (15|14 (1312|1110 9 |8 |7 |6 | 5|4 [3 |2 |1

SA\SD1049 |32 |31 [30(29|28|27(26|25|24|23|22|21[20(19|18|17

SA\SD1050 | 48 |47 | 46 (45 |44 |43 (42|41 |40 (39|38 |37 |36 (35|34 |33

SA\SD1051 |64 |63 |62 | 61|60 59|58 |57 56 |55|54|53|52|51]|50]|49

SA\SD1052 80 | 79|78 |77 |76 (75|74 |73 [72|71|70|69 |68 |67 |66 |65

SA\SD1053 |96 | 95|94 | 93 92 (91|90 |89 |88 |87 |86|85|84|83|82]|81

SA\SD1054 [112|111{110{109|108|107(106|105|104{103|102|101{100| 99 | 98 | 97

SA\SD1055| — | — | — [ — | — | — [ — | — |120{119|118]|117|116{115]|114|113]

1 to 120: Safety connection numbers
—: Fixed to 0.
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Name No. Description of bits of the special register areas (safety refresh
communication status)

Safety refresh status of each safety SA\SD1056 to SA\SD1063 | Description of bits of the following table
connection (7th module) 0: Safety communications normal, safety connection not used
1: Safety communication error

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 b1 b0
SA\SD1056| 16 (15|14 (13 |12|11(10| 9 |8 |7 |6 |5 |4 [3 |2 |1

SA\SD1057 | 32 | 31|30 (29|28 |27 (26|25|24|23|22|21|20 (19|18 |17
SA\SD1058 | 48 | 47 | 46 | 45|44 (43| 42|41 (40|39 (38|37 |36|35|34 |33
SA\SD1059 | 64 |63 | 62 | 61|60 (59|58 [ 57 [ 56 | 55 | 54 | 53 | 52 | 51| 50 | 49
SA\SD1060 |80 (79|78 (77 |76|75(74|73|72|71|70|69 |68 |67|66 |65
SA\SD1061|96 [95|94 (93 (92|91 (90|89 |88 |87 |86|85|84|83|82]81
SA\SD1062 |112(111{110{109/108|107(106|105|104|103|102|101{100( 99 | 98 | 97
SA\SD1063| — | — | — | — | — | — | — | — |120]119[118|117|116{115|114|113]

1 to 120: Safety connection numbers
—: Fixed to 0.

Safety refresh communication status of | SA\SD1064 to SA\SD1071 | Description of bits of the following table
each safety connection (8th module) 0: Safety communications normal, safety connection not used
1: Safety communication error

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 b1 b0
SA\SD1064 |16 (15|14 (1312|1110 9 |8 |7 |6 | 5|4 [3 | 2|1

SA\SD1065 |32 | 31|30 |29 |28 (27|26 (25(24|23[22|21|20|19|18]|17
SA\SD1066 | 48 | 47 | 46 | 45 |44 (43| 42|41 (40|39 (38|37 |36 35|34 |33
SA\SD1067 |64 |63 |62 (61|60 |59 (58|57 |56 |55|54|53|52|51]|50|49
SA\SD1068 |80 |79 |78 |77 |76|75(74|73|72|71|70|69 |68 |67|66 |65
SA\SD1069 |96 (95|94 (93 (92|91 (90|89 |88 |87 |86|85|84|83|82|81
SA\SD1070 |112(111{110{109/108|107(106|105|104|103|102|101{100( 99 | 98 | 97
SA\SD1071| — | — | — | — | — | — | — | — [120{119{118|117|116]|115]| 114|113

1 to 120: Safety connection numbers
—: Fixed to 0.

For details, refer to the following.
L1 MELSEC iQ-R CPU Module User's Manual (Application)

HEProgram example
A program example for error detection in CC-Link IE Field Network is shown below.

The program for handling the error detection for the first module of the CC-Link IE Field Network of CC-Link IE Field Network
master/local module connected on the following base unit. Check safety refresh communication status with safety connection
number 1 using SA\SD1008.0. The following is the program example that is used when outputting to the safety connection

No.1.
SA\SD1008.0 TTTTTTTTTTTTTA |
| ¥ | Other | @ ‘
! safety states |
Safety refresh communication Output to the safety
status of the safety connection No.1 connection No.1
I I
I I
I I
1 1
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Clearing error in the CC-Link IE Field Network

If an error is detected in CC-Link IE Field Network, the following safety station interlock status. Create a program using safety

station interlock status, which turns off safety outputs in case of an error. To restart communications on the CC-Link IE Field
Network, it is required to turn on the safety station interlock release request. Create a program in which a safety station
interlock release request is manually turned on (e.g. reset button).

ESafety station interlock status
The following table lists the special register names and numbers for checking safety station interlock status and interlock
release request.

Name No. Description of bits of special register
Interlock status of each safety SA\SD1232 to SA\SD1239 | 0: Not interlocked
connection (1st module) 1: Interlocked

After safety communication error is detected and the safety connection is interlocked,
the bit corresponding to the safety connection turns on.

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 b1 b0
SA\SD1232|16 (15|14 [13|12|11|10| 9 |8 | 7 [6 | 5|4 [ 3 [2 |1
SA\SD1233 |32 (31|30 (29|28 |27 |26|25|24|23(22|21|20(19 18|17
SA\SD1234 | 48 |47 | 46 (45|44 |43 |42 | 41|40 |39 (38|37 |36 (35|34 |33
SA\SD1235|64 |63 |62 | 61|60 (59 |58 [ 57 [ 56 | 55|54 | 53 | 52 | 51 | 50 | 49
SA\SD1236 |80 |79 |78 | 77 | 76 (75|74 |73 (72| 71|70 |69 |68 |67 |66 | 65
SA\SD1237 |96 |95 |94 [ 93 (92|91 |90 |89 |88 |87 |86|85|84 |83 82|81
SA\SD1238 [112|111]|110{109|108|107|106/105|104|103({102|101|{100( 99 | 98 | 97
SA\SD1239| — | — | — [ — | — | — | — | — |120]119{118]|117|116{115[114|113]

1 to 120: Safety connection numbers
—: Fixed to 0.

Interlock release request for each safety | SA\SD1240 to SA\SD1247 | O: I/O interlock of safety station on CC-Link IE Field Network not released
connection (1st module) 1: 1/O interlock of safety station on CC-Link IE Field Network released

Turn off and on the bit corresponding to the safety connection to release the interlock.
(The bit does not automatically turn off after execution is complete.)™

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 bl b0
SA\SD1240| 16 | 15|14 |13 |12|11(10| 9 |8 [ 7 |6 |54 |3 |2 |1
SA\SD1241]32 |31 (3029|2827 (26|25(24(23|22(21(20|19|18 |17
SA\SD1242| 48 | 47 |46 | 45|44 |43 (42| 41|40 (39|38 |37 |36 |35|34 |33
SA\SD1243| 64 | 63 |62 | 61|60 | 59 [ 58 | 57 | 56 | 55 | 54 | 53 [ 52 | 51 | 50 | 49
SA\SD1244|80 (79|78 |77 |76 | 75|74 | 73|72 (71|70 |69 |68 |67 |66 |65
SA\SD1245|96 [ 95|94 [ 93|92 |91 (90|89 (88|87 |86|85|84|83|82]|81
SA\SD1246|112|111{110|109|108{107 {106| 105|104 (103|102{101(100| 99 | 98 | 97
SA\SD1247| — | — | — | — | — | — | — | — [120{119|118[117{116|115]|114[113|

1 to 120: Safety connection numbers

—: Fixed to 0.
Interlock status of each safety SA\SD1248 to SA\SD1255 | 0: Not interlocked
connection (2nd module) 1: Interlocked

After safety communication error is detected and the safety connection is interlocked,
the bit corresponding to the safety connection turns on.

b15 b14 b13 b12 b11b10 b9 b8 b7 b6 bS b4 b3 b2 bl b0
sA\sD1248( 16 [ 15 [14| 13| 12|11 |10 9 |8 |7 |6 | 5|4 |3 |2 |1
SA\SD1249 32 [ 31 [30| 29| 28|27 |26 [ 25 | 24 [ 23 | 22| 21| 20 | 19 | 18| 17
SA\SD1250 | 48 | 47 |46 | 45| 44 | 43 |42 |41 |40 |39 |38 |37 |36 (35|34 |33
SA\SD1251| 64 [63 62| 61| 60|59 |58 |57 |56 |55|54|53]|52]51]50|49
SA\SD1252| 80 [79 78| 77|76 | 75|74 | 73|72 | 71| 70|69 | 68 | 67 | 66 | 65
SA\SD1253| 96 [ 95 [94| 93| 92| 91|90 |89 |88 |87 [86|85|84|83|82|81
SA\SD1254 [112[111[110|109|108|107|106[105|104|103|102|101|100| 99 | 98 | 97
sasp1255| — | — | — | — | = | = | = | — [120]119]118|117|116]115[114|113]

1 to 120: Safety connection numbers
—: Fixed to 0.
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Name

No.

Description of bits of special register

Interlock release request for each safety
connection (2nd module)

SA\SD1256 to SA\SD1263

0: I/0 interlock of safety station on CC-Link IE Field Network not released

1: I/O interlock of safety station on CC-Link IE Field Network released

Turn off and on the bit corresponding to the safety connection to release the interlock.
(The bit does not automatically turn off after execution is complete.)™

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 b1 b0
SA\SD1256| 16 | 15|14 |13 |12[11(10| 9 | 8 [ 7 |6 |54 |3 |2 |1
SA\SD1257|32 |31 (3029|2827 (26|25(24(23|22(21(20|19|18 |17
SA\SD1258| 48 | 47 |46 | 45|44 |43 (42| 41|40 (39|38 |37 (36 |35|34 |33
SA\SD1259| 64 |63 | 62 | 61|60 |59 |58 | 57 | 56 [ 55 | 54 | 53 | 52 | 51 | 50 | 49
SA\SD1260|80 (79|78 |77 |76 | 75|74 |73 |72 (71|70 |69 |68 |67 |66 |65
SA\SD1261]| 96 | 95|94 | 93|92 |91 (90|89 |88 |87 |86|85|84|83|82]|81
SA\SD1262|112|111{110|109|108{107 (106| 105|104 (103|102[{101(100| 99 | 98 | 97
SA\SD1263| — | — | — | — | — | — | — | — [120{119|118[117{116|115]|114[113|

1 to 120: Safety connection numbers
—: Fixed to 0.

Interlock status of each safety
connection (3rd module)

SA\SD1264 to SA\SD1271

0: Not interlocked

1: Interlocked

After safety communication error is detected and the safety connection is interlocked,
the bit corresponding to the safety connection turns on.

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 bl b0
SA\SD1264|16 | 15|14 | 13|12 [11(10| 9 | 8 [ 7 |6 |54 |3 |2 |1
SA\SD1265]32 |31 [30|29|28 |27 (26|25|24(23|22(21(20|19|18 |17
SA\SD1266| 48 | 47 |46 | 45|44 |43 (42| 41|40 (39|38 (37|36 |35|34 |33
SA\SD1267| 64 | 63 |62 | 61|60 |59 58 | 57 | 56 | 55 | 54 | 53 [ 52 | 51 | 50 | 49
SA\SD1268|80 (79 |78 |77 |76 | 75|74 | 73|72 (71|70 |69 |68 |67 |66 |65
SA\SD1269| 96 [ 95|94 [ 93|92 |91 (90|89 (88|87 |86|85|84|83|82]|81
SA\SD1270|112|111{110|109|108{107 {106| 105|104 (103|102{101(100| 99 | 98 | 97
SA\SD1271| — | — | — | — | — | — | — | — [120{119|118[117{116|115]|114[113|

1 to 120: Safety connection numbers
—: Fixed to 0.

Interlock release request for each safety
connection (3rd module)

SA\SD1272 to SA\SD1279

0: I/0 interlock of safety station on CC-Link IE Field Network not released

1: I/O interlock of safety station on CC-Link IE Field Network released

Turn off and on the bit corresponding to the safety connection to release the interlock.
(The bit does not automatically turn off after execution is complete.)'1

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 bS b4 b3 b2 bl b0
sasD1272| 16 [ 15 [14| 13| 12|11 |10 9 |8 |7 |6 | 5|4 |3 |2 |1
SA\SD1273[ 32 [ 31| 30| 29| 28 |27 |26 [ 25 [ 24 |23 | 22| 21| 20 | 19 | 18| 17
SA\SD1274 | 48 | 47 |46 | 45| 44 | 43 |42 |41 |40 |39 |38 |37 |36 (35|34 |33
SA\SD1275| 64 |63 [ 62| 61| 60|59 |58 |57 |56 |55 |54|53]|52]51]50|49
SA\SD1276 |80 |79 [ 78| 77| 76 | 75|74 | 73|72 | 71| 70| 69 | 68 | 67 | 66 | 65
SA\SD1277| 96 [ 95 [94| 93| 92| 91|90 |89 |88 |87 [86| 85| 84|83 |82|81
SA\SD1278 [112[111[110|109|108|107|106[105|104|103|102|101|100| 99 | 98 | 97
sasp1279| — [ — | — | — | = | = | = | — [120]119]118|117|116]115[114|113]

1 to 120: Safety connection numbers
—: Fixed to 0.

Interlock status of each safety
connection (4th module)

SA\SD1280 to SA\SD1287

0: Not interlocked

1: Interlocked

After safety communication error is detected and the safety connection is interlocked,
the bit corresponding to the safety connection turns on.

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 bS b4 b3 b2 bl b0
sA\SD1280( 16 [ 15 (14| 13| 12|11 |10 9 |8 |7 |6 | 5|4 |3 |2 |1
SA\SD1281|32 [31[30| 29| 28|27 |26 |25 |24 |23 | 22| 21|20 | 19| 18|17
SA\SD1282| 48 | 47 | 46| 45| 44 | 43 |42 | 41|40 |39 | 38|37 |36 |35 |34 33
SA\SD1283| 64 [63 62| 61|60 |59 |58 |57 |56 |55 |54|53|52]51]50|49
SA\SD1284 |80 (79 78| 77| 76| 75|74 | 73|72 | 71| 70|69 | 68 |67 | 66 | 65
SA\SD1285| 96 [ 95 [94 | 93| 92| 91|90 |89 |88 |87 [86| 85|84 |83|82|81
SA\SD1286 [112[111[110|109|108|107|106[105|104|103|102|101|100| 99 | 98 | 97
sasp1287| — | — | —| = | = | = | = | — [120]119]118|117|116]115[114|113]

1 to 120: Safety connection numbers
—: Fixed to 0.
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Name

No.

Description of bits of special register

Interlock release request for each safety
connection (4th module)

SA\SD1288 to SA\SD1295 | 0: I/O interlock of safety station on CC-Link IE Field Network not released

1: I/O interlock of safety station on CC-Link IE Field Network released
Turn off and on the bit corresponding to the safety connection to release the interlock.
(The bit does not automatically turn off after execution is complete.)™

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 b1 b0
SA\SD1288|16 | 15|14 |13 |12|11(10| 9 |8 [ 7 |6 |54 |3 |2 |1
SA\SD1289|32 |31 [30|29|28 |27 (26|25(24(23|22(21(20|19|18 |17
SA\SD1290| 48 | 47 |46 | 45|44 |43 (42| 41|40 (39|38 (37 |36|35|34 |33
SA\SD1291| 64 |63 |62 | 61|60 |59 |58 |57 | 56 [ 55 | 54 | 53 | 52 | 51 | 50 | 49
SA\SD1292|80 (79|78 |77 |76 | 75|74 |73 |72 (71|70 |69 |68 |67 |66 |65
SA\SD1293| 96 | 95 (94 | 93|92 |91 (90|89 |88 |87 |86 (85|84 |83|82]81
SA\SD1294|112|111{110|109|108|107 (106| 105|104 (103|102{101(100| 99 | 98 | 97
SA\SD1295| — | — | — | — | — | — | — | — [120{119|118[117{116|115]|114[113|

1 to 120: Safety connection numbers
—: Fixed to 0.

Interlock status of each safety
connection (5th module)

SA\SD1296 to SA\SD1303 | 0: Not interlocked

1: Interlocked
After safety communication error is detected and the safety connection is interlocked,
the bit corresponding to the safety connection turns on.

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 bl b0
SA\SD1296| 16 | 15|14 | 13|12 |11(10| 9 [ 8 [ 7 |6 |54 |3 |2 |1
SA\SD1297 32|31 [30|29|28 |27 (26|25|24(23|22(21(20|19|18 |17
SA\SD1298| 48 | 47 |46 | 45|44 |43 (42| 41|40 (39|38 (37|36 |35|34 |33
SA\SD1299| 64 | 63 |62 | 61 |60 | 59 [ 58 | 57 | 56 | 55 | 54 | 53 [ 52 | 51 | 50 | 49
SA\SD1300| 80 (79|78 |77 |76|75|74| 73|72 (71|70 |69 |68 |67 |66 |65
SA\SD1301|96 [ 95|94 [ 93|92 |91 (90|89 (88|87 |86|85|84|83|82]|81
SA\SD1302|112{111{110|109|108{107 {106| 105|104 (103|102{101(100| 99 | 98 | 97
SA\SD1303| — | — | — | — | — | — [ — | — [120{119|118[117{116|115]|114[113|

1 to 120: Safety connection numbers
—: Fixed to 0.

Interlock release request for each safety
connection (5th module)

SA\SD1304 to SA\SD1311 0: I/0 interlock of safety station on CC-Link IE Field Network not released

1: I/O interlock of safety station on CC-Link IE Field Network released
Turn off and on the bit corresponding to the safety connection to release the interlock.
(The bit does not automatically turn off after execution is complete.)'1

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 bl b0
SA\SD1304|16 |15 |14 |13|12|11(10| 9 |8 [ 7 |6 |54 |3 |2 |1
SA\SD1305]32 |31 [30|29|28|27(26|25|24(23|22(21(20|19|18 |17
SA\SD1306| 48 | 47 |46 | 45|44 |43 (42| 41|40 (39|38 (37|36 |35|34 |33
SA\SD1307| 64 | 63 |62 | 61|60 |59 (58 | 57 | 56 | 55 | 54 | 53 [ 52 | 51 | 50 | 49
SA\SD1308|80 |79 |78 |77 |76 |75 (74|73 |72 (71|70 |69 |68 |67 |66 |65
SA\SD1309| 96 [ 95|94 [ 93|92 |91 (90|89 (88|87 |86|85|84|83|82]|81
SA\SD1310112{111{110|109|108{107 {106| 105|104 (103|102{101(100| 99 | 98 | 97
SASD13M | — | — | — | — | — | — [ —| —[120{119|118[117[116|115]|114[113|

1 to 120: Safety connection numbers
—: Fixed to 0.

Interlock status of each safety
connection (6th module)

SA\SD1312 to SA\SD1319 | 0: Not interlocked

1: Interlocked
After safety communication error is detected and the safety connection is interlocked,
the bit corresponding to the safety connection turns on.

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 bS b4 b3 b2 bl b0
sAsD1312[ 16 [ 15 [14| 13| 12|11 |10 9 |8 |7 |6 | 5|4 |3 |2 |1
SA\SD1313[ 32 [31[30| 29| 28 |27 |26 [ 25 |24 |23 | 22| 21| 20 | 19 | 18 17
SA\SD1314 | 48 | 47 |46 | 45| 44 | 43 |42 | 41|40 |39 | 38|37 |36 |35 |34 33
SA\SD1315| 64 [63 62| 61|60 |59 |58 |57 |56 |55 5453|5251 50|49
SA\SD1316(80 [79 78| 77| 76 | 75|74 | 73|72 | 71| 70| 69 | 68 | 67 | 66 | 65
SA\SD1317| 96 | 95 [94 | 93| 92| 91|90 |89 |88 |87 [86| 85| 84|83 |82 |81
SA\SD1318 [112[111[110|109|108|107|106[105|104|103|102|101|100| 99 | 98 | 97
sasD1319 — [ — | — | — | = | = | = | — [120]119]118|117|116]115[114|113]

1 to 120: Safety connection numbers
—: Fixed to 0.
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Name

No.

Description of bits of special register

Interlock release request for each safety
connection (6th module)

SA\SD1320 to SA\SD1327

0: I/0 interlock of safety station on CC-Link IE Field Network not released

1: I/O interlock of safety station on CC-Link IE Field Network released

Turn off and on the bit corresponding to the safety connection to release the interlock.
(The bit does not automatically turn off after execution is complete.)™

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 b1 b0
SA\SD1320| 16 | 15|14 |13 |12[11(10| 9 |8 [ 7 |6 [ 5[4 |3 |2 |1
SA\SD1321|32|31(30|29|28|27(26|25(24(23|22(21(20|19|18 |17
SA\SD1322| 48 | 47 |46 | 45|44 |43 (42| 41|40 (39|38 (37 (36|35|34 |33
SA\SD1323| 64 |63 |62 | 61|60 |59 |58 |57 |56 [ 55|54 | 53 | 52 | 51| 50 | 49
SA\SD1324|80 (79|78 |77 |76|75|74| 73|72 (71|70 |69 |68 |67 |66 |65
SA\SD1325]| 96 |95 (94 | 93|92 |91 (90|89 |88 |87 |86 (85|84 |83|82]81
SA\SD1326|112|111{110|109|108|107 (106| 105|104 (103|102[{101(100| 99 | 98 | 97
SA\SD1327| — | — | — | — | — | — | — | — [120{119|118[117{116|115]|114[113|

1 to 120: Safety connection numbers
—: Fixed to 0.

Interlock status of each safety
connection (7th module)

SA\SD1328 to SA\SD1335

0: Not interlocked

1: Interlocked

After safety communication error is detected and the safety connection is interlocked,
the bit corresponding to the safety connection turns on.

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 bl b0
SA\SD1328|16 | 15|14 |13 |12[11(10| 9 | 8 [ 7 |6 |54 |3 |2 |1
SA\SD1329|32|31[30|29|28|27(26|25|24(23|22(21(20|19|18|17
SA\SD1330| 48 | 47 |46 | 45|44 |43 (42| 41|40 (39|38 (37 (36|35|34 |33
SA\SD1331| 64 | 63 |62 | 61|60 |59 58 | 57 | 56 | 55 | 54 | 53 [ 52 | 51 | 50 | 49
SA\SD1332|80 (79|78 |77 |76|75|74| 73|72 (71|70 |69 |68 |67 |66 |65
SA\SD1333|96 [ 95|94 [ 93|92 |91(90|89 (88|87 |86|85|84|83|82]|81
SA\SD1334112|111{110|109|108{107 {106|105[{104(103|102[{101(100| 99 | 98 | 97
SA\SD1335| — | — | — | — | — | — | — | — [120{119|118[117{116|115]|114[113|

1 to 120: Safety connection numbers
—: Fixed to 0.

Interlock release request for each safety
connection (7th module)

SA\SD1336 to SA\SD1343

0: I/0 interlock of safety station on CC-Link IE Field Network not released

1: I/O interlock of safety station on CC-Link IE Field Network released

Turn off and on the bit corresponding to the safety connection to release the interlock.
(The bit does not automatically turn off after execution is complete.)'1

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 bS b4 b3 b2 bl b0
SA\SD1336( 16 [ 15 [14| 13| 12|11 |10 9 |8 |7 |6 | 5|4 |3 |21
SA\SD1337 |32 [31[30| 29| 28 |27 |26 [ 25 | 24 |23 | 22| 21| 20 | 19 | 18| 17
SA\SD1338 48 [ 47 |46 | 45| 44 |43 |42 |41 |40 |39 | 38|37 |36 (35|34 |33
SA\SD1339 64 [63 62| 61| 60|59 |58 |57 |56 |55|54|53]|52]51]50|49
SA\SD1340( 80 [79 |78 77| 76| 75|74 |73 |72 | 71| 70|69 |68 |67 |66 | 65
SA\SD1341| 96 |95 [94| 93| 92| 91|00 |89 |88 |87 [86|85|84|83|82]81
SA\SD1342 [112[111[110|109|108|107|106[105|104|103|102|101|100| 99 | 98 | 97
sasp1343| — [ — | — | — | = | = | = | — [120]119]118|117|116]115[114|113]

1 to 120: Safety connection numbers
—: Fixed to 0.

Interlock status of each safety
connection (8th module)

SA\SD1344 to SA\SD1351

0: Not interlocked

1: Interlocked

After safety communication error is detected and the safety connection is interlocked,
the bit corresponding to the safety connection turns on.

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 bS b4 b3 b2 bl b0
SA\SD1344[ 16 [ 15 [14| 13| 12|11 |10 9 |8 |7 |6 | 5|4 |3 |2 |1
SA\SD1345(32 [31[30| 29| 28 |27 |26 [ 25 |24 |23 | 22| 21| 20 | 19 | 18 17
SA\SD1346 | 48 | 47 |46 | 45| 44 | 43 |42 | 41|40 |39 | 38|37 |36 |35 |34 |33
SA\SD1347 | 64 [63 [ 62| 61|60 |59 |58 |57 |56 |55|54|53]|52]51]50|49
SA\SD1348| 80 [79 78| 77| 76| 75|74 | 73|72 | 71| 70|69 | 68 | 67 | 66 | 65
SA\SD1349| 96 [ 95 [94| 93| 92| 91|90 |89 |88 |87 [86| 85| 84|83 |82 |81
SA\SD1350 [112[111[110|109|108|107|106[105|104|103|102|101|100| 99 | 98 | 97
sasp1351| — [ — | —| = | = | = | = | — [120]119]|118|117|116]115[114|113]

1 to 120: Safety connection numbers
—: Fixed to 0.
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No.
SA\SD1352 to SA\SD1359

Name Description of bits of special register

Interlock release request for each safety
connection (8th module)

0: I/0 interlock of safety station on CC-Link IE Field Network not released

1: 1/O interlock of safety station on CC-Link IE Field Network released

Turn off and on the bit corresponding to the safety connection to release the interlock.
(The bit does not automatically turn off after execution is complete.)™

b15 b14 b13 b12 b11 b10 b9 b8 b7 b6 b5 b4 b3 b2 b1 b0
SA\SD1352| 16 | 15|14 |13 |12[11(10| 9 |8 [ 7 |6 |54 |3 |2 |1
SA\SD1353|32 |31 (3029|2827 (26|25(24(23|22(21(20|19|18 |17
SA\SD1354 | 48 | 47 |46 | 45|44 |43 (42| 41|40 (39|38 |37 (36|35|34 |33
SA\SD1355| 64 |63 |62 | 61|60 |59 |58 |57 | 56 [ 55 | 54 | 53 | 52 | 51 | 50 | 49
SA\SD1356| 80 (79|78 |77 |76 | 75|74 |73 |72 (71|70 |69 |68 |67 |66 |65
SA\SD1357| 96 | 95|94 | 93|92 |91 (90|89 |88 |87 |86|85|84|83|82]|81
SA\SD1358|112|111{110|109|108{107 {106| 105|104 (103|102{101(100| 99 | 98 | 97
120{119{118|117|116{115[114|113]

SASD1359| — | — | — | —|—|—|[—|—

1 to 120: Safety connection numbers
—: Fixed to 0.

*1 A safety station interlock release request is executed when the bit rises, and the interlock status is then released. To release the
interlock again, it is necessary to turn the request off and on again. After eliminating the cause of any communication errors, turn on the
request with the Safety CPU. When performing safety communications between Safety CPUs, perform this operation with both Safety

CPUs.

' ON ' OFF : :

h h
Safety station interlock status ON

OFF Y OFF
Safety station interlock release E * ON M ON
request i
A

OFF 0 0 vOFF § 0 v

An error occurs in A safety station An error occurs in A safety station

interlock is
released.

communications
with a safety station.

communications
with a safety station.

interlock is
released.

The relay is enabled
on the rising edge.

The relay is enabled
on the rising edge.

For details, refer to the following.

L[] MELSEC iQ-R CPU Module User's Manual (Application)

HProgram example of releasing interlock
The following diagram shows a program for releasing interlock for the first module of the CC-Link IE Field Network of the CC-

Link IE Field Network master/local module connected to the following base unit. The following diagram shows a program

example used for checking safety station interlock status with safety connection No.1 using SA\SD1232.0 and releasing

safety station interlock of safety connection No.1.

SA\SD1232.0
| |

Reset
switch

SA\SD1232.0

Safety station
interlock status

SA\SD1240.0

SET SA\SD1240.0 l—

Safety station interlock
release request

|
rd3
Safety station
interlock status

| |

I
Safety station interlock
release request

RST SA\SD1240.0 |—

Safety station interlock
release request ,
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Sending interval monitoring time

Sending interval monitoring time is the time that the receiving station detects in each safety connection the following safety
communication errors.

 Delay in safety data sending cycle due to an error on the sending station

* Loss of safety data in the transmission path due to influence such as noises

To set transmission interval monitoring time between the master station and safety remote 1/0O module of the MELSEC iQ-R
series CC-Link IE Field Network master/local module, set the two poles of the safety station to perform safety communications
to the active side and passive side so that all calculation formulas in (1) to (6) below can be satisfied.

BMELSEC iQ-R series CC-Link IE Field Network master/local module

« If the communication destination is a master station (safety station) or local station (safety station):
(1) Transmission interval monitoring time [ms] > SCown x 3

(2) Transmission interval monitoring time [ms] > SCoth x 2 + LS x 2

« If the communication destination is a safety remote I/O module:

(3) Transmission interval monitoring time [ms] > SCown x 3

(4) Transmission interval monitoring time [ms] > SRref x 2 + LS x 2

ESafety remote I/O module

(5) Transmission interval monitoring time [ms] > SRref x 2

(6) Transmission interval monitoring time [ms] > SCmst x 2 + LS x 2
SCown: Safety cycle time of the master station
SCoth: Safety cycle time of the communication destination
SCmst: Safety cycle time of the master station
SRref: Safety remote station refresh response processing time
LS: Link scan time

For specific examples, refer to the following.

[Z= Page 242 Calculating Safety Response Time for System Configured with a Safety CPU, [~ Page 255 Calculating Safety
Response Time for System Where Multiple Safety CPUs are Connected

For details, refer to the following.

L1 MELSEC iQ-R CPU Module User's Manual (Application)

L[] CC-Link IE Field Network Remote I/O Module (With Safety Functions) User's Manual
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Safety refresh monitoring time

Safety refresh monitoring time is the time that the receiving station monitors in each connection to detect the following safety

communication errors.

 Stopping of sending safety data due to an error on the sending station

« Stopping of safety communications due to an error on the transmission path, such as cable disconnection or hub failure
Set the safety refresh monitoring time to safety station (active side) so that the calculation formula described below can be
met. The active side and the passive side use the same safety refresh monitoring time.

 Safety refresh monitoring time [ms] > TMact + (TMpas +2) + (LS x 2) - a

« Safety refresh monitoring time [ms] > (TMact + 2) + TMpas + (LS x 2) - ¢

» Safety refresh monitoring time [ms] > TMact

« Safety refresh monitoring time [ms] > TMpas

TMact: Transmission interval monitoring time for a station set as Active

TMpas: Transmission interval monitoring time for a station set as Passive

LS: Link scan time for the CC-Link IE Field Network

a: If a station is set to the active side is RU71GF11-T2, then a = TMact - b. For other cases, a = 0.

b: Value rounds up the calculation results of the TMact + 2 to a multiple of the safety cycle time of the master station.

c: If a station is set to the passive side is either RUI71GF11-T2 or NZ2GFSS2-32D, then ¢ = TMpas - d. For other cases, c = 0.

d: Value rounds up the calculation results of the TMpas + 2 to a multiple of the safety cycle time of the local station (if NZ2GFSS2-32D, safety refresh response
processing time)

For specific examples, refer to the following.

[Z=~ Page 242 Calculating Safety Response Time for System Configured with a Safety CPU, [~ Page 255 Calculating Safety
Response Time for System Where Multiple Safety CPUs are Connected

For details, refer to the following.

L1 MELSEC iQ-R CPU Module User's Manual (Application)

LT1 CC-Link IE Field Network Remote 1/0 Module (With Safety Fun